
Príloha č. 6: Zabezpečenie plnenia bezpečnostných 
opatrení a notifikačných povinností 

 
podľa § 20 zákona č. 69/2018 Z. z. o kybernetickej bezpečnosti a o zmene a doplnení 
niektorých zákonov v znení zákona č. 287/2021 Z. z. (ďalej len „Zákon o kybernetickej 
bezpečnosti“) v spojení s § 8 vyhlášky Národného bezpečnostného úradu č. 362/2018 Z. z., 
ktorou sa ustanovuje obsah bezpečnostných opatrení, obsah a štruktúra bezpečnostnej 
dokumentácie a rozsah všeobecných bezpečnostných opatrení (ďalej len „Vyhláška NBÚ“) 
 
Predmetom tejto Prílohy je úprava podmienok a spôsobu zabezpečenia plnenia 
bezpečnostných opatrení a notifikačných povinností podľa Zákona o kybernetickej 
bezpečnosti, Vyhlášky NBÚ a ostatných všeobecne záväzných právnych predpisov v oblasti 
kybernetickej bezpečnosti s cieľom zabezpečiť kybernetickú bezpečnosť sietí a informačných 
systémov Objednávateľa počas celej doby trvania zmluvného vzťahu založeného Zmluvou. 
 
Pojmy použité v tejto Prílohe majú význam vymedzený Zákonom o kybernetickej bezpečnosti. 
Na účely tejto Prílohy je Objednávateľ prevádzkovateľom základnej služby a druhá zmluvná 
strana, t. j. Zhotoviteľ je Dodávateľom.  
 

Časť A. 
Všeobecné ustanovenia 

 
1. Dodávateľ sa zaväzuje prijímať a dodržiavať bezpečnostné opatrenia na úseku 

kybernetickej bezpečnosti za účelom zabezpečenia kybernetickej bezpečnosti sietí  
a informačných systémov Objednávateľa na čo najvyššej možnej úrovni; špecifikácia  
a rozsah bezpečnostných opatrení, ktoré sa Dodávateľ zaväzuje prijať  
a dodržiavať po celý čas trvania zmluvného vzťahu založeného Zmluvou, je vymedzený  
v časti B. tejto Prílohy. 
 

2. Konkrétny rozsah činností Dodávateľa vyplýva zo Zmluvy a jej príloh. 
 

3. Dodávateľ vyhlasuje, že sa oboznámi s bezpečnostnou politikou Objednávateľa, akonáhle 
bude zverejnená na webovom sídle Objednávateľa a zaväzuje sa ju dôsledne dodržiavať; 
so zmenou/doplnením bezpečnostnej politiky Objednávateľa je Dodávateľ povinný sa 
bezodkladne oboznámiť a dôsledne ju dodržiavať.  

 
4. Dodávateľ sa zaväzuje chrániť všetky informácie, ktoré mu boli alebo budú zo strany 

Objednávateľa poskytnuté, alebo sprístupnené, a to najmä pred ich náhodným alebo 
nezákonným zničením, stratou, zmenou, neoprávneným poskytnutím alebo sprístupnením. 
Povinnosť mlčanlivosti je upravená v sprostredkovateľskej zmluve.  

 
5. Dodávateľ je oprávnený poveriť plnením predmetu Zmluvy s dopadom na kybernetickú 

bezpečnosť výlučne odborne spôsobilé osoby viazané povinnosťou mlčanlivosti  
a v súlade s princípom need-to-know. 

 
6. Informačná povinnosť Dodávateľa a postup pri riešení kybernetických bezpečnostných 

incidentov zahŕňa: 
a) Dodávateľ sa zaväzuje informovať Objednávateľa o všetkých skutočnostiach, ktoré 

môžu mať vplyv na plnenie predmetu Zmluvy s dôrazom na zabezpečenie 
kybernetickej bezpečnosti; informácie je Dodávateľ povinný oznámiť oprávnenej osobe 
Objednávateľa. 

b) Dodávateľ sa zaväzuje bezodkladne informovať Objednávateľa o každom 
kybernetickom bezpečnostnom incidente, o jeho hrozbe, ako aj o všetkých 
skutočnostiach majúcich vplyv na zabezpečovanie kybernetickej bezpečnosti, 
o ktorých sa dozvedel a zároveň po dohode s Objednávateľom vykonať všetky 



neodkladné opatrenia, ktorých účelom je zabrániť rozširovaniu kybernetického 
bezpečnostného incidentu a jeho následkov. 

c) Oznámenie o kybernetickom bezpečnostnom incidente (ďalej len „Oznámenie“) musí 
obsahovať predovšetkým:  

i. opis povahy kybernetického bezpečnostného incidentu a služby, ktorá  
je kybernetickým bezpečnostným incidentom zasiahnutá vrátane počtu 
používateľov základnej služby zasiahnutých kybernetickým bezpečnostným 
incidentom; 

ii. detailný opis priebehu, dĺžky trvania a geografického rozšírenia kybernetického 
bezpečnostného incidentu; 

iii. opis pravdepodobných následkov a vplyvu kybernetického bezpečnostného 
incidentu na poskytovanú službu vrátane stupňa narušenia fungovania 
základnej služby; 

iv. opis opatrení prijatých alebo navrhovaných Dodávateľom s cieľom napraviť 
porušenie kybernetickej bezpečnosti a podľa potreby opatrení na zmiernenie 
potenciálnych nepriaznivých dôsledkov kybernetického bezpečnostného 
incidentu vrátane preventívnych opatrení. 

Oznámenie je Dodávateľ povinný doručiť oprávnenej osobe Objednávateľa. 
d) Ak do okamihu oznámenia kybernetického bezpečnostného incidentu nepominuli jeho 

účinky, Dodávateľ je povinný doručiť Objednávateľovi neúplné oznámenie, v ktorom 
túto skutočnosť uvedie; neúplné oznámenie je Dodávateľ povinný bezodkladne  
po obnovení riadnej prevádzky siete a informačného systému doplniť. 

e) Zmluvné strany sú povinné v čo najkratšom možnom čase dohodnúť postup  
za účelom odstránenia kybernetického bezpečnostného incidentu a jeho následkov,  
ako aj potrebu prijatia preventívnych opatrení. 

f) Dodávateľ je povinný v čase kybernetického bezpečnostného incidentu zabezpečiť 
dôkaz alebo dôkazný prostriedok tak, aby mohol byť použitý v trestnom konaní. 

g) Dodávateľ sa zaväzuje zdokumentovať každý kybernetický bezpečnostný incident, 
jeho hrozbu, následky a opatrenia prijaté na jeho nápravu. Dokumentáciu  
o kybernetickom bezpečnostnom incidente je Dodávateľ' povinný uchovávať  
a na vyžiadanie poskytnúť Objednávateľovi. 

 
7. Ak nie je v zmluve uvedené inak, odplata za plnenie povinností a výkon činností v zmysle 

tejto Prílohy je zahrnutá v odplate dohodnutej v Zmluve a Dodávateľ nemá nárok  
na náhradu akýchkoľvek nákladov alebo výdavkov týkajúcich sa alebo súvisiacich  
s plnením povinností a výkonom činnosti v zmysle tejto Prílohy. 
 

8. Podmienky a spôsob ukončenia Zmluvy: 
a) V prípade, ak Dodávateľ poruší ktorúkoľvek z povinností vymedzených v tejto Prílohe, 

v Zákone o kybernetickej bezpečnosti alebo vo všeobecne záväznom právnom 
predpise v oblasti kybernetickej bezpečnosti, Objednávateľ je oprávnený odstúpiť  
od Zmluvy z dôvodu podstatného porušenia Zmluvy. Ak nie je v Zmluve uvedené inak, 
písomné odstúpenie od Zmluvy nadobúda účinnosť dňom jeho doručenia druhej 
Zmluvnej strane s účinkami odo dňa jeho doručenia (ex nunc).  

b) Ak nie je v zmluve uvedené inak, odstúpenie od Zmluvy sa nedotýka nároku  
na náhradu spôsobenej škody v celom rozsahu, ako ani nároku na zaplatenie zmluvnej 
pokuty, ktorý vznikol v dôsledku porušenia povinnosti Dodávateľa.  
Ak nie je v Zmluve uvedené inak, odstúpenie od Zmluvy sa nedotýka nároku  
na náhradu celej spôsobenej škody, ako ani nároku na zmluvnú pokutu, ktorý vznikol 
v dôsledku porušenia povinnosti. 

c) Zánikom zmluvného vzťahu založeného Zmluvou nie je dotknutá povinnosť 
Dodávateľa zachovávať mlčanlivosť.  

 
9. Po ukončení zmluvného vzťahu založeného Zmluvou je Dodávateľ povinný v súlade  

s pokynmi Objednávateľa: 



a) vrátiť, previesť alebo zničiť všetky podklady a informácie, ku ktorým mal počas trvania 
tejto Zmluvy prístup a na požiadanie Objednávateľa je povinný vykonanie prijatých 
opatrení preukázať, 

b) udeliť, poskytnúť, previesť alebo postúpiť Objednávateľovi všetky potrebné licencie, 
práva alebo súhlasy nevyhnutné na zabezpečenie kontinuity prevádzkovanej základnej 
služby; táto povinnosť ostáva v platnosti 10 rokov po ukončení tejto Zmluvy,   

c) predložiť Objednávateľovi sumarizáciu všetkých podkladov a všetkých informácií 
zachytených na akomkoľvek druhu nosiča, ktoré priamo alebo nepriamo súvisia  
s povinnosťami vyplývajúcimi z tejto Prílohy, zo Zákona o kybernetickej bezpečnosti 
alebo zo všeobecne záväzného právneho predpisu v oblasti kybernetickej bezpečnosti 
a ktoré sa týkajú Objednávateľa. 

 
 

Časť B. 
Špecifikácia a rozsah bezpečnostných opatrení Dodávateľa 

 
1. Dodávateľ sa zaväzuje prijať, aktualizovať a po celý čas trvania zmluvného vzťahu 

založeného Zmluvou dodržiavať bezpečnostné opatrenia v oblasti kybernetickej 
bezpečnosti s cieľom zabezpečiť kybernetickú bezpečnosť počas celého životného cyklu 
sietí a informačných systémov Objednávateľa, ktoré sú predmetom tejto Zmluvy. 
 

2. Povinnosťou Dodávateľa je zaviesť v súlade so Zákonom o kybernetickej bezpečnosti, 
Vyhláškou NBÚ a ostatnými všeobecne záväznými právnymi predpismi v oblasti 
kybernetickej bezpečnosti ostatné bezpečnostné opatrenia s cieľom predchádzať 
kybernetickým bezpečnostným incidentom a minimalizovať vplyv kybernetických 
bezpečnostných incidentov na kontinuitu prevádzkovania základnej služby 
Objednávateľom, ako aj dodržiavať ustanovenia tejto Zmluvy.  

 
3. Dodávateľ je povinný Objednávateľa bezodkladne písomne informovať o každej zmene 

špecifikácie a/alebo rozsahu bezpečnostných opatrení s dopadom na kybernetickú 
bezpečnosť Objednávateľa. V prípade pochybností platí, že zmena bezpečnostných 
opatrení má dopad na kybernetickú bezpečnosť Objednávateľa. 

 
4. Prijaté bezpečnostné opatrenia je Dodávateľ povinný zdokumentovať v bezpečnostnej 

dokumentácii vypracovanej v súlade so Zákonom o kybernetickej bezpečnosti  
a Vyhláškou NBÚ; bezpečnostnú dokumentáciu je Dodávateľ povinný priebežne 
aktualizovať a o každej zmene bezpečnostnej dokumentácie je povinný Objednávateľa 
bezodkladne písomne informovať. 

 


