Zmluva o zabezpeceni plnenia bezpecnostnych opatreni a notifikacnych povinnosti
podla zakona ¢. 69/2018 Z. z. o kybernetickej bezpeénosti a 0 zmene a doplneni niektorych zakonov

v

v zneni neskorsich predpisov a podla zdkona ¢. 95/2019 Z.z. oinformacénych technoldgiach

vo verejnej sprave a o zmene a doplneni niektorych zdkonov v zneni neskorsich predpisov uzatvorena

medzi

Nazov: Obec Trencianska Turna
Adresa: 913 21 Trencianska Turna 86
ICO: 00312053

Stat. zastupca: Ing. Peter Mikula, starosta; tel. 032 65 852 05, email: starosta@trencianskaturna.sk

(dalej len ,,Prevadzkovatel™)

a
Nazov: SH systém, spol. sr. o.

Adresa: DIhé Hony 17,911 01 Trencin

ICO: 31442170

Zapis: Obchodny register Okresného sudu Trencin, oddiel: Sro, vlozka ¢. 352/R

Stat. zastupca: Ing. Juraj Hatala — konatel, tel. +421 32 222 5100, email: shsystem@shsystem.sk

(dalej len ,,Dodavatel” )

(dalej Prevadzkovatel a Dodavatel spoloc¢ne ako ,,Zmluvné strany®)

Clanok |
Uvodné ustanovenia

. Prevadzkovatel je v zmysle zdkona ¢.69/2018 Z.z. o kybernetickej bezpecnosti a o zmene

a doplneni niektorych zdkonov v zneni neskorsSich predpisov (dalej len ,zdkon o kybernetickej
bezpecnosti”) prevadzkovatefom zakladnej sluzby. Prevadzkovatel je sucasne aj spravcom
informacnych technoldgii verejnej spravy podla zakona ¢.95/2019Z.z. o informaénych
technolégidch vo verejnej sprave a o zmene a doplneni niektorych zakonov v zneni neskorsich
predpisov (dalej len ,zakon o informacnych technolégiach vo verejnej sprave”).

Prevadzkovatel zakladnej sluzby je podla § 19 zakona o kybernetickej bezpecnosti povinny
uzatvorit s dodavatelom zmluvu o zabezpeceni plnenia bezpeénostnych opatreni a notifikaénych
povinnosti (dalej len ,,Zmluva“).

. Zmluva stanovuje zakladné ulohy a principy spoluprace Zmluvnych stran, s cieflom zabezpedit

kyberneticki bezpecnost sieti a informacnych systémov Prevadzkovatela pocas ich Zivotného
cyklu, predchadzat kybernetickym bezpeénostnym incidentom, ktoré by sa mohli dotknut sieti
a informacnych systémov Prevadzkovatela a minimalizovat vplyv kybernetickych bezpeénostnych
incidentov na kontinuitu prevddzkovania zakladnej sluzby zo strany Prevadzkovatela.

. Zmluvné strany uzatvdaraju tato Zmluvu za ucelom Specifikacie plnenia bezpecnostnych opatreni

a notifikaénych povinnosti v nadvaznosti na zmluvny vztah zalozeny zmluvou, objednavkou alebo
inym pravnym uUkonom uzavretym medzi Doddvatelom a Prevadzkovatelom (dalej len
,Prevadzkova zmluva").
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5.

Pre ucely tejto zmluvy sa za kyberneticky incident povaZzuje kyberneticky bezpecnostny incident
podla zdkona o kybernetickej bezpecnosti, t. j. akdkolvek udalost, ktord ma z dovodu narusenia
bezpecnosti siete a informacného systému, alebo porusenia bezpecnostnej politiky alebo zavaznej
metodiky negativny vplyv na kybernetickl bezpecnost alebo ktorej nasledkom je:

a) strata dévernosti Udajov, znicenie Udajov alebo narusenie integrity systému;

b) obmedzenie alebo odmietnutie dostupnosti zakladnej sluzby;

c) vysoka pravdepodobnost kompromitacie ¢innosti zakladnej sluzby;

d) ohrozenie bezpecnosti informacii.

. Dodavatel prehlasuje, Ze sa detailne obozndmil s rozsahom a povahou poZadovanych

bezpecnostnych opatreni a notifikacnych povinnosti podla tejto Zmluvy a Ze disponuje technickym
vybavenim, kapacitami a odbornymi znalostami, ktoré si potrebné pre zaistenie poZiadaviek
podla tejto Zmluvy.

. V pripade vzniku nakladov na strane Dodavatela v suvislosti s plnenim povinnosti podla tejto

Zmluvy (Cl. IV a ¢l. V) ako aj zakona o kybernetickej bezpecnosti, tieto naklady znasa Dodavatel.

Clanok I
Vymedzenie zakladnych pojmov

Na ucely tejto zmluvy sa rozumie

a)

b)

f)

g)
h)

sietou elektronickd komunikacna siet ktoru tvoria prenosové systémy, ktoré moézu, ale nemusia
byt zalozené na trvalej infrastruktire alebo centralizovanej sprave kapacity, pripadne prepajacie
alebo smerovacie zariadenia a iné prostriedky, vratane neaktivnych prvkov siete, ktoré umoznuju
prenos signalov po vedeni, radiovymi vinami, optickymi alebo inymi elektromagnetickymi
prostriedkami vratane druzZicovych sieti, pevnych sieti s prepdjanim okruhov a s prepdjanim
paketov vratane internetu, mobilnych sieti, elektrickych vedeni uréenych na prenos a distribuciu
elektriny v rozsahu, v ktorom sa pouZivaju na prenos signalov, sieti pouzivanych na rozhlasové
a televizne vysielanie a sieti kablovej televizie bez ohladu na druh prenasanych informacii;
informaénym systémom funkcény celok, ktory zabezpecluje ziskavanie, zhromazdovanie,
automatické spracuvanie, udrZiavanie, spristupfiovanie, poskytovanie, prenos, ukladanie,
archivdciu, likviddciu a ochranu uddajov prostrednictvom technickych prostriedkov alebo
programovych prostriedkov;

kybernetickym priestorom globalny dynamicky otvoreny systém sieti a informacnych systémov,
ktory tvoria aktivované prvky kybernetického priestoru, osoby vykondvajuce aktivity v tomto
systéme a vztahy a interakcie medzi nimi;

kontinuitou strategickd a taktickd schopnost organizicie planovat a reagovat na udalosti
a incidenty s ciefom pokracovat vo vykone ¢innosti na prijatelnej, vopred stanovenej Grovni;
dovernostou zéaruka, Ze Udaj alebo informacia nie je prezradend neopravnenym subjektom alebo
procesom;

dostupnostou zaruka, Ze Udaj alebo informécia je pre pouzivatela, informacny systém, siet alebo
zariadenie pristupné vo chvili, ked je udaj a informacia potrebna a pozadovani;

integritou zaruka, Zze bezchybnost, Uplnost alebo spravnost informacie neboli narusené;
kybernetickou bezpe€nostou stav, v ktorom su siete a informacné systémy schopné odolavat
na uréitom stupni spolahlivosti akémukolvek konaniu, ktoré ohrozuje dostupnost, pravost,
integritu alebo dbévernost uchovavanych, prendsanych alebo spracivanych ddajov alebo
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j)

k)

1)

suvisiacich sluzieb poskytovanych alebo pristupnych prostrednictvom tychto sieti a informacnych

systémov;

rizikom miera kybernetického ohrozenia vyjadrenad pravdepodobnostou vzniku neziaduceho javu

a jeho désledkami;

hrozbou kazda primerane rozpoznatelnd okolnost alebo udalost proti sietam a informacénym

systémom, ktora mbze mat nepriaznivy vplyv na kybernetickd bezpec¢nost;

kybernetickym bezpeénostnym incidentom akdkolvek udalost, ktorda ma z dovodu narusenia

bezpecnosti siete a informacného systému, alebo porusenia bezpecnostnej politiky alebo zavaznej

metodiky negativny vplyv na kybernetickl bezpecnost alebo ktorej nasledkom je

1. strata dovernosti Udajov, zni¢enie Udajov alebo narusenie integrity systému;

2. obmedzenie alebo odmietnutie dostupnosti zakladnej sluzby alebo digitalnej sluzby;

3. vysokd pravdepodobnost kompromitacie c¢innosti zakladnej sluzby alebo digitalnej
sluzby, alebo

4. ohrozenie bezpecénosti informAcii;

zakladnou sluzbou sluzba, ktord je zaradena v zozname zakladnych sluzieb a

1. zavisi od sieti a informacénych systémov a je ¢innostou aspor v jednom sektore alebo
podsektore podla prilohy €. 1 zdkona €. 69/2018 Z. z. o kybernetickej bezpecnosti a 0 zmene
a doplneni niektorych zakonov, alebo

2. je prvkom kritickej infrastruktary, pricom prvkom kritickej infrastruktiry najma inZinierska
stavba, sluzba vo verejnom zaujme a informacny systém v sektore kritickej infrastruktury,
ktorych narusenie alebo znicenie by malo podla sektorovych kritérii a prierezovych kritérii
zavazné nepriaznivé doésledky na uskutocnovanie hospodarskej a socidlnej funkcie statu,
atym na kvalitu Zivota obyvatelov z hladiska ochrany ich Zivota, zdravia, bezpecnosti,
majetku, ako aj Zivotného prostredia;

m) prevadzkovatefom zdakladnej sluzby organ verejnej moci alebo osoba, ktord prevadzkuje aspon

n)

o)

jednu sluzbu podla pismena I);

rieSenim kybernetického bezpecnostného incidentu vsetky postupy slvisiace s oznamovanim,
odhalovanim, analyzou a reakciou na kyberneticky bezpecnostny incident a s obmedzenim jeho
nasledkov;

bezpecnostnymi opatreniami su ulohy, procesy, role a technolégie v organizacnej, personalnej
a technickej oblasti, ktorych ciefom je zabezpecenie kybernetickej bezpecnosti pocas Zivotného
cyklu sieti a informacnych systémov.

Clanok 111
Predmet zmluvy

Predmetom tejto Zmluvy je urcenie prav, povinnosti a zadvdazkov Zmluvnych stran pri plneni
bezpe€nostnych opatreni a notifikaCnych opatreni realizovanych v nadvaznosti
na Prevadzkovu zmluvu.

. Miestom plnenia tejto Zmluvy su najma pracovisko alebo sidlo Prevadzkovatela, pracovisko alebo

sidlo Dodavatela, alebo pracoviska a sidla subdodavatelov. V pripade zmeny alebo doplnenia sidla
alebo pracoviska zo strany Zmluvnych stran, vykonaju tak Zmluvné strany oznamom, zaslanym
e-mailom na kontaktné osoby uvedené v ¢lanku VI tejto Zmluvy, najneskor do 30 dni od vykonania
tejto zmeny.
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3. Bezpecnostné opatrenia a notifikatné povinnosti sa Dodavatel zavidzuje plnit od okamihu
nadobudnutia ucinnosti tejto Zmluvy az do skoncenia platnosti Prevadzkovej zmluvy, pokial
z pravnych predpisov nevyplyvaju urcité dalSie povinnosti pre Dodavatela aj po skonceni platnosti
Prevadzkovej zmluvy.

Clanok IV
Prava a povinnosti zmluvnych stran

1. Dodavatel sa zavizuje dodrziavat bezpec¢nostnu politiku Prevadzkovatela v rozsahu, v akom suvisi
s prevadzkovanim zdkladnej sluzby Prevadzkovatela a v akom ju je moiné aplikovat
na poskytované sluzby v zmysle Prevadzkovej zmluvy. Prevadzkovatel sa zavazuje predlozit
Dodavatelovi bezpecnostnu politiku do 5 kalendarnych dni odo dna nadobudnutia Ucinnosti
zmluvy. V pripade zmeny alebo doplifiania bezpe&nostnej politiky sa Prevadzkovatel zavizuje
Dodavatela bezodkladne informovat o ich obsahu a rozsahu, najneskér vsak do 5 kalendarnych
dni odo diia prijatia zmien alebo doplnkov.

2. Dodavatel berie na vedomie, Ze bezpecnostna politika Prevadzkovatela sa mbze priebezne menit
a doplfat tak, aby zodpovedala aktudlnym bezpeénostnym opatreniam, aktudlnemu stavu sieti
a informacnych systémov Prevadzkovatela, aktudlnej legislative a aktudlnym hrozbam, tykajicim
sa prevadzky sieti a informacnych systémov Prevadzkovatela. Prevadzkovatel je povinny
bezodkladne oboznamit Dodavatela s aktualizovanou bezpecénostnou politikou s ddérazom
na zmeny v nej uvedené, pricom Dodavatel nasledne potvrdi, Ze sa oboznamil s aktualizovanou
bezpecnostnou politikou.

3. Dodavatel sa zavazuje chranit vSetky informacie, suvisiace s prevadzkovanim zakladnej sluzby
poskytnuté Prevadzkovatelom, najméa chranit ich integritu, dostupnost a doévernost pri ich
spracovani a nakladani s nimi v prostredi Dodavatela.

4. Dodavatel sa zavazuje hlasit vSetky potrebné informacie pozadované Prevadzkovatelom
pri zabezpecCovani poZiadaviek kladenych na Prevadzkovatela podla zdkona o kybernetickej
bezpeénosti alebo Vyhlasky NBU, a to zaslanim e-mailu na kontaktnd osobu Prevadzkovatela
uvedenu v tejto Zmluve.

5. Dodavatel je povinny plnit notifikacné povinnosti na Useku kybernetickej bezpecnosti v rozsahu
uvedenom v tejto Zmluve.

6. Dodavatel je dalej povinny :

a) zabezpedit vlastnu kybernetickli bezpecnost, aby cez Dodéavatela nebolo mozné zasiahnut
siete a informacné systémy Prevadzkovatela;

b) sledovat hrozby dotykajlce sa Dodavatela, ktoré by mohli mat potencialny nepriaznivy vplyv
na zakladnu sluzbu Prevadzkovatela (, incidenty”);

c) zasielat Prevadzkovatelovi véasné varovania pred incidentmi, o ktorych sa dozvie z vlastnej
¢innosti podla tejto Zmluvy alebo inak;

d) spolupracovat s Prevadzkovatelom pri zabezpelovani kybernetickej bezpetnosti sieti
a informacnych systémov Prevadzkovatela;

e) vytvarat a zvySovat bezpectnostné povedomie svojich zamestnancov, ktori sa budu podielat
na plneni Prevadzkovej zmluvy a tejto Zmluvy alebo budd mat pristup k informaciam
Prevadzkovatela;

f) v pripade vzniku kybernetickych incidentov systematicky ziskavat (monitorovat a detegovat),
sustredovat (evidovat), analyzovat a vyhodnocovat informacie o kybernetickych incidentoch;
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g) po skonceni tejto Zmluvy vratit, previest, prip. zni¢it vSetky informacie, ku ktorym
ma Doddavatel pocas trvania zmluvy s Prevadzkovatelfom pristup;

h) okrem uZ uvedeného prijat a dodrziavat bezpetnostné opatrenia v oblastiach podla § 20
ods. 3 pism. e) f), h), j) a k) zdkona o kybernetickej bezpecnosti v rozsahu podla § 8, 10, 11,
12, 13, 14 a 15 vyhlasky NBU v rozsahu S3pecifikovanom v bezpecnostnej politike
Prevadzkovatela.

. Dodavatel mdzZe zapojit do poskytovania sluzieb na zadklade Prevadzkovej zmluvy dalsieho

dodavatela, ak mu to vyplyva z ustanoveni Prevadzkovej zmluvy.

. Dodavatel je povinny informovat Prevadzkovatela o kazdej zmene, ktora ma vyznamny vplyv

na bezpecnostné opatrenia, realizované Dodavatelom na ucely plnenia tejto Zmluvy, a to zaslanim

emailu na kontaktnu osobu Prevadzkovatela.

. Dodavatel je povinny pocas trvania Zmluvy mat a udrziavat technické, technologické a personalne

vybavenie na Urovni potrebnej na riadne a véasné plnenie Uc¢elu Zmluvy a mat zavedené ulohy,

procesy, role a technoldgie v organizacnej, persondlnej a technickej oblasti tak, aby bol naplneny

ucel Zmluvy.

10.Dodavatel je povinny najneskor do 5 pracovnych dni odo dna nadobudnutia uUc¢innosti Zmluvy

dorudit Prevadzkovatelovi zoznam svojich zamestnancov s oznacenim ich pracovnej funkcie , ktori
sa budu podielat na jej plneni a/alebo budi mat pristup k informaciam Prevadzkovatela.

11.Dodavatel je tiez povinny do 5 pracovnych dni odo dria nadobudnutia G¢innosti Zmluvy dorudit

Prevadzkovatelovi zoznam svojich subdodéavatelov, ktori sa budu podielat na plneni Zmluvy
a/alebo budl mat pristup k informéaciam Prevadzkovatela, ako aj oznamit prevadzkovatelovi
kazdu zmenu v tomto zozname, a to elektronickou formou na emailovu adresu kontaktnej osoby
Prevadzkovatela, uvedenu v ¢lanku VII tejto Zmluvy.

Clanok V
RieSenie kybernetickych incidentov

. Dodavatel je povinny bezodkladne hlasit kazdy kyberneticky incident v rozsahu, v ktorom sa tyka
sluzieb poskytovanych Prevadzkovatelovi, vrdtane uréenia stupfa jeho zdavaznosti, ktory
identifikuje na zdklade presiahnutia kritérii pre jednotlivé kategdrie kybernetickych incidentov
v zmysle bezpecnostnej politiky Prevadzkovatela.

. Ak v Case hlasenia incidentu stale trvaju prejavy incidentu, Dodavatel odosle Prevadzkovatelovi
nedplné hlasenie aj s informaciou, Ze ide o neuplné hlasenie. Doddvatel neulplné hlasenie
bezodkladne doplni po obnove riadnej prevadzky siete a vsetkych informacnych systémov
Prevadzkovatela.

. Dodavatel je povinny riesit kyberneticky incident najma odozvou alebo inou reakciou na incident,
ohrani¢enim incidentu a jeho dopadov, napravou nasledkov incidentu, asistenciou pri rieseni
kybernetického incidentu na mieste, reakciou na kyberneticky incident a podporou reakcii
na kyberneticky incident (dalej len ,reaktivne opatrenia").

. Pri rieSeni kybernetickych incidentov je Dodavatel povinny na Ziadost Prevadzkovatela
spolupracovat s Prevadzkovatelom, Narodnym bezpecénostnym uradom SR a inymi prislusnymi
organmi a na tento Ucel im poskytnut potrebnu suc¢innost a vietky informdcie ziskané z vlastne;j
¢innosti podla tejto Zmluvy alebo inak, ktoré by mohli byt dolezité pre rieSenie incidentu.
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. Dodavatel je povinny véase kybernetického incidentu zabezpeéit dbkaz alebo dbkazny
prostriedok o bezpeénostnom incidente tak, aby tento mohol byt pouzity vtrestnom konani
a poskytnut ho Prevadzkovatelovi, v zmysle bezpeénostnej politiky Prevadzkovatela.

. Dodavatel je povinny bezodkladne oznamit a preukazat Prevadzkovatelovi vykonanie reaktivnych
opatreni na rieSenie kybernetického incidentu a ich vysledok.

. Po vyrieSeni kybernetického incidentu je dodavatel na vyzvu Prevadzkovatela v uréenej lehote
povinny predlozit Prevadzkovatelovi ndvrh opatreni na zabranenie dalSieho pokracovania, Sirenia
a opakovaného vyskytu kybernetického incidentu v rozsahu, v ktorom sa kyberneticky incident
tykal sluzieb poskytovanych Prevadzkovatelovi Dodavatelom (dalej len ,,ochranné opatrenia®)
na schvalenie. Ak Dodavatel nenavrhne ochranné opatrenia v urcenej lehote alebo
ak st navrhované ochranné opatrenia zjavne nelspesné, je Dodavatel povinny spolupracovat
s Prevadzkovatelom na ndvrhu novych ochrannych opatreni.

. Po schvaleni ochrannych opatreni Prevadzkovatelom je dodavatel povinny ochranné opatrenia
bez zbytoéného odkladu vykonat, po ich vykonani preverit ich Géinnost a vysledok oznamit
Prevadzkovatelovi.

Clanok VI
Miéanlivost

. Dodavatel je povinny zachovdvat mlcanlivost o vsetkych skutocnostiach, suvisiacich
s prevadzkovanim zakladnej sluzby, o ktorych sa dozvie v suvislosti s plnenim uloh podla tejto
Zmluvy, najma nevyuZit ani nespristupnit tretim osobam Ziadne skutoénosti, informacie, poznatky,
podklady alebo iné zdleZitosti, o ktorych bol pocas platnosti tejto Zmluvy informovany alebo
o ktorych sa dozvedel pocas plnenia tejto Zmluvy a ktoré nie su verejne zname. Povinnost
zachovavat milcanlivost trva aj po zaniku tejto Zmluvy alebo Prevadzkovej zmluvy bez ¢asového
obmedzenia.

. Dodavatel je povinny pisomne zaviazat vSetky osoby, svojich zamestnancov, subdodavatelov a ich
zamestnancov, ktoré su zucastnené na plneni tejto Zmluvy, zachovavat miéanlivost v zmysle
¢lanku VI. ods. 1. tejto Zmluvy. Dodavatel v plnej miere zodpoveda za dodrZiavanie zavazku
mlcanlivosti tymito osobami aj po zdniku Zmluvy alebo Prevadzkovej zmluvy, t. j. aj po zaniku ich
pracovnopravneho alebo obdobného vztahu.

. Vynimky z povinnosti mi¢anlivosti podla tohto ¢lanku upravuje zakon o kybernetickej bezpecnosti.
. Dodavatel je povinny chranit vsetky informacie, stvisiace s prevadzkovanim zakladnej sluzby,
ktoré mu boli poskytnuté Prevadzkovatelom, ato najma pred ich neopravnenym vymazanim,
zmenou alebo pred ich poskytnutim neopravnenej osobe.

Clanok Vi
Kontaktné osoby pre kybernetickd bezpeénost

. Dodavatel je povinny komunikovat pri plneni povinnosti podla tejto zmluvy s Prevadzkovatelom
e-mailom na kontaktné uUdaje zmluvnych stran alebo inym vhodnym spdsobom, pricom
vo vsetkych pripadoch musi byt prenos informacii uskutoéneny za podmienok umoziiujucich
chraneny prenos informdcii.

. Prevadzkovatel urcuje nasledovnu kontaktnu osobu pre komunikaciu s Doddvatefom na Useku
kybernetickej bezpecnosti: , manazér kybernetickej bezpecnosti, tel. , e-mail:.
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3. Dodavatel urcuje nasledovnu kontaktnu osobu pre komunikaciu s Prevadzkovatelom na Useku
kybernetickej bezpecnosti:  , konatel spolocnosti, tel.: e-mail:.

4. Kontaktné osoby podla odsekov 2 alebo 3 tohto élanku moze prislusnd Zmluvna strana zmenit,
ak ozndmi novu kontaktnu osobu druhej Zmluvnej strane v pisomnej forme.

Clanok ViII
Audit kybernetickej bezpe¢nosti

1. Prevadzkovatel je opravneny kedykolvek vykonat u Dodavatela audit, zamerany na overenie
plnenia povinnosti dodavatela podla tejto Zmluvy a efektivnosti ich plnenia, najma na overenie
technického, technologického a persondlneho vybavenia Doddvatela na plnenie Uloh na Useku
kybernetickej bezpecnosti, ako aj nastavenie procesov, roli a technoldgii v organizacnej,
persondlnej a technickej oblasti u Doddavatela pre plnenie ciefov, na zaklade zakona
o kybernetickej bezpecénosti a tejto Zmluvy.

2. Prevadzkovatel mézZe audit u Dodéavatela realizovat sam alebo prostrednictvom tretej osoby,
vtakom pripade prava a povinnosti Prevadzkovatela pri vykone auditu realizuje
Prevadzkovatelom poverena tretia osoba.

3. Pripadné nedostatky zistené auditom, je Dodavatel povinny odstranit bez zbytoéného odkladu,
najneskor vsak v lehote 60 kalendarnych dni.

4. Dodavatel je povinny pri audite spolupracovat s Prevadzkovatelom a spristupnit mu svoje
priestory, dokumentdciu, technické a technologické vybavenie, ktoré suvisi s plnenim uloh
na useku kybernetickej bezpecnosti podla tejto Zmluvy. Prevadzkovatel je v ramci auditu
opravneny klast otazky zamestnancom Doddavatela, ktori sa podielaju na plneni tloh na Useku
kybernetickej bezpecénosti podla tejto Zmluvy.

5. V ramci auditu je Dodavatel povinny preukazat Prevadzkovatelovi sulad s touto Zmluvou, najma
preukazat svoju pripravenost plnit Ulohy na Useku kybernetickej bezpeénosti podla tejto Zmluvy,
aktualne a vysoké bezpecnostné povedomie svojich zamestnancov, zdvdazok a poucenie svojich
zamestnancov, subdodavatelov a ich zamestnancov a alebo tretiu osobu o povinnosti ml¢anlivosti
podla tejto Zmluvy a aktualnost svojej bezpe¢nostnej dokumentacie.

6. Prevadzkovatel je povinny ozndmit Dodavatelovi najmenej tri pracovné dni vopred svoj zamer
vykonat u Dodévatela audit.

7. Vykonanie alebo nevykonanie auditu Prevddzkovatelom nezbavuje Doddvatela zodpovednosti
za plnenie jeho povinnosti vyplyvajucich z tejto Zmluvy.

8. Ak Dodavatel neumozni vykonanie auditu, ma sa za to, Ze neplni Ulohy na Useku kybernetickej
bezpecnosti podla tejto Zmluvy.

9. Prevadzkovatel je povinny zachovavat mlcanlivost o okolnostiach, o ktorych sa dozvie pri vykone
auditu a ktoré nie su verejne zname.

10.Prevadzkovatel a jeho zamestnanci pri ndvsteve priestorov Dodavatela v ramci vykonu auditu
musia dodrziavat pokyny Dodavatela, tykajlice sa uvedenych priestorov na Useku bezpecnosti
a ochrany zdravia pri praci (dalej len ,,BOZP") a ochrany pred pozZiarmi na ucely predchadzania
vzniku pozZiarov a zabezpecenia podmienok na ucinné zdolavanie poZiarov (dalej len ,PQ"),
s ktorymi boli obozndmeni podla tretej vety tohto odseku, pricom zodpovednost za to, Ze tieto
osoby budl dodrziavat uvedené pokyny, nesie Prevadzkovatel. Za vytvorenie podmienok
na zaistenie BOZP a PO a zabezpecenie a vybavenie priestorov Doddavatela na bezpecny vykon
auditu, zodpovedd v plnom rozsahu a vylucne Dodavatel. Dodavatel je povinny preukdzatelne
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informovat zamestnancov Prevadzkovatela o nebezpecCenstvach a ohrozeniach, ktoré
sa pri vykone auditu v priestoroch Dodavatela m6zu vyskytnut a o vysledkoch posutdenia rizika,
o preventivnych opatreniach a ochrannych opatreniach, ktoré vykonal Doddvatel na zaistenie
BOZP a PO, o opatreniach a postupe v pripade poskodenia zdravia, vratane poskytnutia prvej
pomoci, ako ajo opatreniach a postupe v pripade zdoldvania poziaru, zdchrannych prac
a evakudcie a preukazatelne ich poucit o pokynoch na zaistenie BOZP a PO, platnych pre priestory
Dodavatela.

11.Naklady, ktoré vzniknu Prevadzkovatelovi v suvislosti s vykonom auditu znasa v plnej vyske
Prevadzkovatel.

Clanok IX
Zodpovednost

1. Dodavatel berie na vedomie, Ze neplnenie jeho povinnosti podla tejto Zmluvy mdZze spdsobit
Prevadzkovatelovi $kody, pricom v pripade 38kéd ako dosledkov incidentov, ktoré
by sa pri riadnom a vcasnom plneni povinnosti Dodavatela podla tejto Zmluvy neprejavili alebo
by sa prejavili v mensej intenzite, zodpoveda Prevadzkovatelovi maximalne do vysky 3-nasobku
priemernej mesacnej platby za poslednych 12 mesiacov za sluzby podla Prevddzkovej zmluvy.

Zaverecné ustanovenia

1. Tato zmluva sa uzatvara na dobu urcitd, na dobu trvania Prevadzkovej zmluvy podla ¢l. 1 ods. 4
tejto Zmluvy.

2. Zmluvu je mozné ukondit:

a) pisomnou dohodou zmluvnych stran;

b) vypovedou ktorejkolvek zmluvnej strany, pricom vypovednd lehota je rovnakd ako
je stanovené v Prevadzkovej zmluve a zadina plynut prvym driom mesiaca nasledujiceho
po mesiaci, v ktorom bola vypoved dorucena druhej zmluvnej strane;

c) odstupenim od zmluvy. Od zmluvy moze odstlpit ktorakolvek zo zmluvnych stran v pripade
podstatného porusenia zmluvy druhou zmluvnou stranou. Podstatnym porusenim zmluvy
je porusenie ustanoveni ¢lanku V tejto Zmluvy. Odstupenie od zmluvy je Uc¢inné okamihom
dorucenia pisomného odstUpenia druhej zmluvnej strane, prip. odmietnutim prevziat
odstupenie od tejto Zmluvy.

d) Ukoncenie tejto Zmluvy sa netyka tych ustanoveni, ktoré vzhladom na svoju povahu alebo
ich vyslovné znenie maju trvat aj po ukonéeni tejto Zmluvy a zédvizkov na nahradu Skody
spbésobenej porusenim povinnosti podla tejto Zmluvy, ku ktorému doéjde do ukoncenia tejto
Zmluvy.

3. S ohladom na § 8 ods. 2 pism. p.) Vyhlasky NBU, po ukonéeni tejto zmluvy je Dodavatel povinny
udelit, poskytnut, previest alebo postupit na Prevadzkovatela vsetky licencie, prava alebo suhlasy,
potrebné na zabezpecenie kontinuity prevddzkovania zakladnej sluzby Prevddzkovatelom, ktoré
musia byt ucinné najmenej po dobu piatich rokov po ukonéeni tejto Zmluvy.

4. Tato Zmluva sa mdze menit iba dohodou Zmluvnych stran v pisomnej forme.

5. Ak by sa dévod neplatnosti vztahoval len na ¢ast tejto Zmluvy, bude neplatnou len tato ¢ast.

6. Tato Zmluva tvori Uplnd dohodu medzi Zmluvnymi stranami tykajdcu sa predmetnej zaleZitosti.
Podpisom tejto Zmluvy zanikaju vsetky predchadzajuce pisomné a Ustne zmluvy, suvisiace
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s predmetom tejto Zmluvy a Ziadna zo Zmluvnych stran sa nemoze dovoldvat zvlastnych, v tejto
Zmluve neuvedenych, Ustnych dojednani a dohod.

7. Tato Zmluva bola vyhotovend v troch rovnopisoch, dvoch vyhotoveniach pre Prevadzkovatela,
jedného pre Dodavatela.

8. V pripade, ak pravne predpisy prikazuju Prevadzkovatelovi povinné zverejriovanie zmliv v zmysle
zédkona €. 211/2000 Z. z. o slobodnom pristupe k informaciam a o zmene a doplneni niektorych
zakonov (zakon o slobode informicii) v zneni neskorsich predpisov v spojeni s § 47a Obcianskeho
zakonnika €. 40/1964 Zb. a tato Zmluva nespada pod niektorl z vynimiek uvedenych v pravnych
predpisoch, nadobuda platnost diiom podpisu oboma Zmluvnymi stranami a Ucinnost driom
nasledujicim po dni zverejnenia, v ostatych pripadoch je Zmluva Ucinna diiom jej podpisu.

9. Zmluvné strany vyhlasuji, Ze su plne spbsobilé na pravne Ukony, Ze ich zmluvnd volnost
nie je nicim obmedzend, Ze tuto Zmluvu neuzavreli ani v tiesni, ani za napadne nevyhodnych
podmienok, Zesiobsah Zmluvy dobkladne precitali a Ze tento im je jasny, zrozumitelny
a vyjadrujuci ich slobodnu, vaznu a spolo¢nu volu a na znak suhlasu ju podpisuju.

Vo dia e, Vo o1 - O
Za Prevadzkovatela: Za Dodavatela:

Ing. Peter Mikula, starosta Ing. Juraj Hatala, konatel

Obec Trencianska Turna SH systém, spol. sr. o.
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