
 1 / 17 

Zmluva o vykonaní auditu kybernetickej bezpečnosti 

uzatvorená podľa ustanovenia § 269 ods. 2 a nasl. zákona č. 513/1991 Zb. Obchodný zákonník v znení 
neskorších predpisov (ďalej len „Obchodný zákonník“) a § 65 a § 91 zákona č. 185/2015 Z. z. Autorský zákon 

(ďalej len „Autorský zákon“) 

(ďalej len ako „Zmluva“) 

medzi zmluvnými stranami 

Objednávateľ: Národná agentúra pre sieťové a elektronické služby 

Sídlo: Kollárova 8, 917 02 Trnava 

Pracovisko: Tower 115, Pribinova 25, 810 08 Bratislava 

IČO: 42 156 424 

DIČ: 20 2273 6287 

IČ DPH: SK20 2273 6287 

Zastúpený: Ing. Ľubomír Mindek, generálny riaditeľ 

Bankové spojenie: Štátna pokladnica, Radlinského 32, 810 05 Bratislava 15 

Číslo účtu – IBAN: SK63 8180 0000 0070 0062 0770 

(ďalej len „Objednávateľ“ alebo „NASES“) 

a 

Poskytovateľ: MAVAT, s. r. o. 

Sídlo: Tyrkysová 810/15, 851 10, Bratislava - mestská časť Jarovce 

IČO: 50 420 224 

DIČ: 2120315560 

Zastúpený: Marián Illovský 

Bankové spojenie: Fio banka, a.s., pobočka zahraničnej banky 

Číslo účtu – IBAN: SK8483300000002001028944 

(ďalej len „Poskytovateľ“) 

(Objednávateľ a Poskytovateľ spolu ďalej len „Zmluvné strany“, samostatne ďalej len  „Zmluvná strana“) 
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Článok I  
Úvodné ustanovenia 

1.1 Na základe výsledku zadávania podlimitnej zákazky podľa § 108 ods. 2 zákona č. 343/2015 Z. z. o verejnom 
obstarávaní a o zmene a doplnení niektorých zákonov v znení neskorších predpisov s názvom „Audit 
kybernetickej bezpečnosti Vládnej siete GOVNET a Ústredného portálu verejnej správy (ÚPVS) 2024“, 
vyhlásenej Objednávateľom ako verejným obstarávateľom, uzatvárajú Zmluvné strany túto Zmluvu. 

1.2 Objednávateľ je v zmysle ustanovenia § 3 písm. m) zákona č. 69/2018 Z. z. o kybernetickej bezpečnosti 
a o zmene a doplnení niektorých zákonov v znení neskorších predpisov (ďalej len „ZoKB“) v postavení 
prevádzkovateľa základnej služby. Objednávateľ je v zmysle ustanovenia § 5 ods. 2 písm. e) zákona č. 
95/2019 Z. z. o informačných technológiách vo verejnej správe a o zmene a doplnení niektorých zákonov 
v znení neskorších predpisov (ďalej len „ZoITVS“) orgánom riadenia a vykonáva správu a/alebo prevádzku 
informačných technológií verejnej správy (ďalej len „ITVS“) vo svojej pôsobnosti. Z uvedeného postavenia 
Objednávateľa vyplýva povinnosť implementovať požiadavky zákonov ZoKB a ZoITVS. 

1.3 Objednávateľ prevádzkuje dve základné služby - „Ústredný portál verejnej správy“ a „Vládna dátová sieť 
Govnet – základný prvok centrálnej komunikačnej infraštruktúry“ (ďalej len „Základná služba“ alebo 
spolu „Základné služby“). 

1.4 Objednávateľ, ako prevádzkovateľ Základných služieb, je v zmysle ZoKB povinný overiť plnenie povinností 
podľa ZoKB, preveriť účinnosť prijatých bezpečnostných opatrení a posúdiť zhodu prijatých 
bezpečnostných opatrení s požiadavkami ZoKB a vyhlášky Národného bezpečnostného úradu (ďalej len 
„NBÚ“) č. 362/2018 Z. z., ktorou sa ustanovuje obsah bezpečnostných opatrení, obsah a štruktúra 
bezpečnostnej dokumentácie a rozsah všeobecných bezpečnostných opatrení v znení neskorších 
predpisov (ďalej len „Vyhláška“) vykonaním auditu kybernetickej bezpečnosti (ďalej len „Audit“) podľa 
§ 29 ods. 1 ZoKB v súlade s vyhláškou NBÚ č. 493/2022 Z. z. o audite kybernetickej bezpečnosti (ďalej len 
„Vyhláška o audite“) a predložiť NBÚ Záverečnú správu o výsledkoch Auditu (ďalej len „Záverečná 
správa“) spolu s opatreniami na nápravu a s lehotami na odstránenie nedostatkov do 30 dní 
od ukončenia Auditu. 

1.5 Zmluvné strany podpisom Zmluvy vyhlasujú, že spĺňajú všetky podmienky a požiadavky stanovené 
v  Zmluve a sú oprávnené a spôsobilé uzatvoriť Zmluvu a riadne plniť záväzky v nej obsiahnuté. 

1.6 Poskytovateľ svojim podpisom ďalej vyhlasuje, že disponuje všetkými oprávneniami, požadovanými 
príslušnými orgánmi a/alebo vyžadovanými príslušnými právnymi predpismi a že má k dispozícii 
nevyhnutné kapacity a technické možnosti na riadne a včasné vykonanie Auditu podľa podmienok 
dohodnutých v Zmluve a jej Prílohách. 

Článok II 
Predmet Zmluvy 

2.1 Poskytovateľ sa zaväzuje u Objednávateľa, prevádzkovateľa Základnej služby, vykonať Audit podľa čl. I, 
bod 1.3 Zmluvy v rozsahu podľa čl. III Zmluvy a to riadne a včas, na svoje náklady a na svoje 
nebezpečenstvo, podľa podmienok dohodnutých v Zmluve. Poskytovateľ sa zaväzuje vypracovať 
Záverečnú správu a odovzdať ju Objednávateľovi podľa podmienok dohodnutých v Zmluve. 

2.2 Objednávateľ sa zaväzuje riadne a včas predmet zmluvy prevziať a zaplatiť zaň dohodnutú cenu podľa čl. 
IX Zmluvy a podľa platobných podmienok, dohodnutých v Zmluve. 

2.3 Poskytovateľ súhlasí, že Objednávateľ môže predmet zmluvy bezodplatne použiť ako podklad pre ďalšie 
potreby Objednávateľa. 
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Článok III 
Rozsah a obsah predmetu plnenia 

3.1 Poskytovateľ sa zaväzuje vykonať Audit v súlade s požiadavkami ZoKB a Vyhlášky, teda Audit počítačových 
sietí a informačných systémov Objednávateľa ako prevádzkovateľa Základných služieb s cieľom preveriť 
účinnosť Objednávateľom prijatých bezpečnostných opatrení a plnenie požiadaviek ZoKB a Vyhlášky 
Objednávateľom, v nasledovnom rozsahu: 

3.1.1 Posúdenie prijatia a dodržiavania všeobecných bezpečnostných opatrení vo forme úloh, procesov, 
rolí a technológií v organizačnej, personálnej a technickej rovine v oblastiach: 

a) organizácie kybernetickej bezpečnosti a informačnej bezpečnosti, 
b) riadenia rizík kybernetickej bezpečnosti a informačnej bezpečnosti, 
c) personálnej bezpečnosti, 
d) riadenia prístupov, 
e) riadenia kybernetickej bezpečnosti a informačnej bezpečnosti vo vzťahoch s tretími 

stranami, 
f) bezpečnosti pri prevádzke informačných systémov a sietí, 
g) hodnotenia zraniteľností a bezpečnostných aktualizácií, 
h) ochrany proti škodlivému kódu, 
i) sieťovej a komunikačnej bezpečnosti, 
j) akvizície, vývoja a údržby informačných sietí a informačných systémov, 
k) zaznamenávania udalostí a monitorovania, 
l) fyzickej bezpečnosti a bezpečnosti prostredia, 
m) riešenia kybernetických bezpečnostných incidentov, 
n) kryptografických opatrení, 
o) kontinuity prevádzky, 
p) Auditu, riadenia súladu a kontrolných činností. 

3.1.2 Vyhodnotenie auditných zistení, oboznámenie oprávnenej osoby Objednávateľa podľa čl. VIII 
Zmluvy so zistenými nedostatkami a zostavenie odporúčaných opatrení na ich odstránenie 
v písomnej a elektronickej forme. 

3.1.3 Vypracovanie a predloženie výstupu Auditu, ktorým je Záverečná správa v slovenskom jazyku 
vypracovaná v súlade s požiadavkami Vyhlášky o audite, ktorá bude mať nasledovnú štruktúru, 
pokiaľ z Vyhlášky o audite nevyplýva iná štruktúra a rozsah: 

a) meno, priezvisko a číslo platného certifikátu Audítora kybernetickej bezpečnosti, dátum 
vyhotovenia a podpis Audítora kybernetickej bezpečnosti, 

b) vymedzenie rozsahu vykonaného Auditu, 
c) cieľ Auditu, 
d) použité postupy a metodiky vykonaného Auditu, 
e) zhrnutie zistení výsledkov Auditu a konštatovanie súladu alebo nesúladu s požiadavkami 

na bezpečnosť sietí a informačných systémov, 
f) odporúčané nápravné opatrenia Audítora kybernetickej bezpečnosti pri zistení nedostatkov. 
g) dokumenty, ktorými sú najmä: 

i. kópia certifikátu Audítora kybernetickej bezpečnosti, 
ii. kópia žiadosti o výkon Auditu podľa Prílohy č. 1 Vyhlášky o audite, 
iii. výpočet rozsahu trvania Auditu a zdôvodnenie jeho skrátenia alebo predĺženia, 
iv. kontrolný záznam auditovaných bezpečnostných opatrení s vyjadrením 

prevádzkovateľa základnej služby so zisteniami Auditu, 
v. harmonogram Auditu, 
vi. zoznam posúdenej dokumentácie, 
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vii. uvedenie a zdôvodnenie zmien a rozdielov priebehu Auditu oproti plánovanému 
harmonogramu, 

viii. zhodnotenie plnenia povinností podľa zákona a celkového stavu prijatých 
bezpečnostných opatrení každého informačného systému súvisiaceho so základnou 
službou, vyslovenie súladu alebo nesúladu s požiadavkami na bezpečnosť sieti 
a informačných systémov, a konkrétne uvedenie nedostatkov. 

3.2 Na účely Zmluvy sa plnenia špecifikované v bode 3.1 tohto článku Zmluvy označujú aj ako „Služby“. 

Článok IV 
Práva a povinnosti Zmluvných strán 

4.1 Poskytovateľ je povinný plniť predmet zmluvy v súlade s príslušnými právnymi predpismi riadne 
a s odbornou starostlivosťou. Poskytovateľ je povinný oboznámiť sa so všetkými podkladmi, potrebnými 
na plnenie predmetu zmluvy a so všetkými podmienkami, ktoré môžu mať vplyv na plnenie predmetu 
zmluvy. V prípade, ak Poskytovateľ zistí akékoľvek nedostatky, je povinný bezodkladne ich oznámiť 
Objednávateľovi. V prípade, ak sa Poskytovateľ nedostatočne oboznámi so všetkými podkladmi, 
potrebnými na plnenie predmetu zmluvy alebo mylne pochopí technické zadanie, nie je oprávnený 
požadovať dodatočnú úhradu nákladov od Objednávateľa alebo zmenu Zmluvy. 

4.2 Poskytovateľ sa v rámci Auditu zaväzuje zabezpečiť výkon Auditu prostredníctvom certifikovaného 
audítora kybernetickej bezpečnosti (ďalej len „Audítor kybernetickej bezpečnosti“) podľa Vyhlášky 
o audite, ktorý spĺňa všetky požiadavky na výkon Auditu. 

4.3 Poskytovateľ je povinný Auditom zistený stav riadne spracovať a v celom rozsahu uviesť v Záverečnej 
správe. 

4.4 Poskytovateľ je povinný v súlade so Štandardom na výkon auditu kybernetickej bezpečnosti – Metodikou 
auditu kybernetickej bezpečnosti predložiť návrh Záverečnej správy Objednávateľovi na vyjadrenie 
pred vydaním jej finálnej verzie. Objednávateľ je oprávnený predložiť svoje prípadné pripomienky 
k návrhu Záverečnej správy najneskôr do piatich (5) pracovných dní od predloženia príslušného návrhu 
Záverečnej správy Poskytovateľom. V prípade, ak sa Objednávateľ v stanovenej lehote k predloženému 
návrhu Záverečnej správy nevyjadrí, považuje sa návrh Záverečnej správy za akceptovaný a Poskytovateľ 
Záverečnú správu vydá ako finálnu verziu. 

4.5 Poskytovateľ je povinný odovzdať finálnu verziu Záverečnej správy štatutárnemu orgánu Objednávateľa 
v elektronickej forme, podpísanú kvalifikovaným elektronickým podpisom Audítora kybernetickej 
bezpečnosti, prostredníctvom elektronickej schránky NASES, zriadenej na portáli ÚPVS a zároveň 
v písomnej forme v dvoch vyhotoveniach oprávnenej osobe Objednávateľa podľa čl. VIII Zmluvy. 
Záverečná správa bude pripravená pre informovanie štatutárneho orgánu Objednávateľa na účel 
špecifikovaný v Zmluve. Štatutárny orgán Objednávateľa je oprávnený Záverečnú správu v podobe 
predloženej Poskytovateľom predložiť na NBÚ, v súlade s účelom popísaným vyššie v Zmluve a ďalej ju 
sprístupniť Audítorovi kybernetickej bezpečnosti vykonávajúcemu audit kybernetickej bezpečnosti 
u Objednávateľa v ďalšom období v súlade s Vyhláškou o audite pre informačné účely. Záverečná správa 
ani žiadna jej časť nesmie byt' distribuovaná žiadnej tretej strane bez súhlasu Objednávateľa s výnimkou 
prípadov, ak tak ustanovuje všeobecne záväzný právny predpis alebo je to vyžadované orgánom verejnej 
moci pri výkone svojej pôsobnosti, súdom alebo iným oprávneným subjektom. 

4.6 Poskytovateľ je povinný bezodkladne písomne informovať Objednávateľa o vzniku akejkoľvek udalosti, 
ktorá sťažuje plnenie predmetu zmluvy, prípadne plneniu predmetu zmluvy bráni alebo ho znemožňuje. 

4.7 Poskytovateľ je povinný počas plnenia predmetu zmluvy dodržiavať pokyny Objednávateľa, ktoré nie sú 
v rozpore so Zmluvou a/alebo so všeobecne záväznými právnymi predpismi, vzťahujúcimi sa na predmet 
zmluvy. V prípade, ak bude niektorý z pokynov Objednávateľa v rozpore so Zmluvou a/alebo 
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so všeobecne záväznými právnymi predpismi, je Poskytovateľ povinný o tom bezodkladne písomne 
informovať oprávnenú osobu Objednávateľa podľa čl. VIII Zmluvy. 

4.8 Poskytovateľ je povinný podľa potreby Objednávateľa a na základe e-mailovej požiadavky Objednávateľa 
zúčastňovať sa na vzájomných rokovaniach k plneniu predmetu zmluvy. 

4.9 Poskytovateľ nie je oprávnený postúpiť práva a záväzky vyplývajúce zo Zmluvy na tretiu osobu, ani svoje 
pohľadávky voči Objednávateľovi bez predchádzajúceho písomného súhlasu Objednávateľa. 

4.10 Objednávateľ sa zaväzuje, že počas výkonu Auditu poskytne Poskytovateľovi potrebnú súčinnosť, 
spočívajúcu najmä v poskytovaní informácií, doplňujúcich údajov, podkladov, vyjadrení, stanovísk 
a konzultačnej činnosti, ktorých potreba vznikne v čase plnenia predmetu zmluvy. Súčinnosť poskytuje 
Objednávateľ Poskytovateľovi bezodkladne, najneskôr do troch (3) pracovných dní odo dňa jej písomného 
vyžiadania Poskytovateľom. Pre účely tohto bodu sa za písomnú formu vyžiadania a poskytnutia potrebnej 
súčinnosti považuje aj e-mailová komunikácia, uskutočnená medzi oprávnenými osobami Zmluvných strán 
podľa čl. VIII Zmluvy. 

4.11 Objednávateľ je povinný doručiť Poskytovateľovi Žiadosť o vykonanie Auditu, podľa Prílohy č. 2 Vyhlášky 
o audite, do dvoch (2) pracovných dní odo dňa nadobudnutia účinnosti Zmluvy. 

4.12 Poskytovateľ sa nedostáva do omeškania, ak mu Objednávateľ neposkytol súčinnosť podľa bodu 4.10 
Zmluvy. 

4.13 Objednávateľ nesie zodpovednosť za vecnú správnosť a úplnosť informácií, ktoré sa týkajú jeho osoby, 
a ktoré odovzdal Poskytovateľovi pri plnení predmetu zmluvy. 

Článok V 
Čas a miesto plnenia 

5.1 Zmluvné strany sa dohodli, že Poskytovateľ bude vykonávať predmet zmluvy predovšetkým vzdialene 
(on-line). Pokiaľ si charakter Služby alebo okolnosti bude vyžadovať poskytnutie Služby osobne, 
Poskytovateľ ich vykoná v sídle Objednávateľa. 

5.2 Zmluvné strany sa dohodli, že harmonogram poskytovania Služieb podľa Zmluvy je nasledovný: 

5.2.1 Poskytovateľ sa zaväzuje do tretieho pracovného dňa nasledujúceho po dni nadobudnutia 
účinnosti Zmluvy predložiť Objednávateľovi na schválenie vypracovaný organizačný a časový 
harmonogram výkonu Auditu, ktorého súčasťou bude identifikácia organizačných útvarov, 
procesov, auditovaných počítačových sietí a informačných systémov a fyzických lokalít 
prevádzkovateľa základnej služby s uvedením jednotlivých časových úsekov Auditu.  

5.2.2 Poskytovateľ sa zaväzuje vykonať Audit do 28.02.2025 a finálnu verziu Záverečnej správy 
predložiť oprávnenej osobe Objednávateľa do 14.03.2025. 

5.2.3 V prípade neposkytnutia potrebnej súčinnosti Poskytovateľovi v zmysle bodu 4.10 sa vyššie 
uvedené termíny ukončenia auditu a záverečnej správy môžu predĺžiť. 

5.2.4 Poskytovateľ je povinný začať s výkonom auditu v lehote štyroch (4) pracovných dní 
odo dňa účinnosti Zmluvy. 

Článok VI 
Podmienky plnenia a prevzatie výstupov 

6.1 Audit vykonáva Audítor kybernetickej bezpečnosti Poskytovateľa k stavu ku dňu výkonu Auditu podľa 
schváleného organizačného a časového harmonogramu výkonu Auditu, pričom Audítor kybernetickej 
bezpečnosti nie je povinný monitorovať a zohľadňovať počítačové siete a informačné systémy 
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Objednávateľa ani udalosti, ktoré nastali po dátume vydania Záverečnej správy a ani nie je povinný 
Záverečnú správu aktualizovať. 

6.2 Žiadne informácie, ktoré Audítor kybernetickej bezpečnosti Poskytovateľa predloží Objednávateľovi 
mimo Záverečnej správy, nepredstavujú jeho konečné názory ani závery. Konečné názory alebo závery sa 
uvedú výlučne v Záverečnej správe. 

6.3 Pre vylúčenie akýchkoľvek pochybností platí, že akýkoľvek nesúhlas Objednávateľa so závermi Audítora 
kybernetickej bezpečnosti Poskytovateľa, uvedenými v Záverečnej správe, sa nepovažuje za porušenie 
povinností Poskytovateľa, vyplývajúcich zo Zmluvy a nezakladá právo Objednávateľa na odstúpenie 
od Zmluvy alebo iné nároky, súvisiace s porušením povinnosti podľa Zmluvy.  

6.4 Jednotlivé plnenia predmetu zmluvy bude Poskytovateľ odovzdávať Objednávateľovi a Objednávateľ ich 
bude preberať od Poskytovateľa v lehote podľa bodu 5.2 tejto Zmluvy. 

6.5 Po odovzdaní finálnej verzie Záverečnej správy oprávnené osoby za Zmluvné strany podľa čl. VIII Zmluvy 
podpíšu Preberací protokol v štyroch (4) vyhotoveniach, pričom Objednávateľ si ponechá dve (2) 
vyhotovenia a Poskytovateľ si ponechá dve (2) vyhotovenia. 

Článok VII 
Mlčanlivosť a ochrana osobných údajov 

7.1 Zmluvné strany sú povinné zachovávať mlčanlivosť o informáciách, ktoré získali v súvislosti s plnením 
Zmluvy a získané informácie nesmú ďalej použiť na iné účely ako plnenie predmetu zmluvy, okrem 
prípadu poskytnutia informácií odborným poradcom Poskytovateľa (vrátane právnych, účtovných, 
daňových a iných poradcov alebo audítorov), ktorí sú viazaní všeobecnou povinnosťou mlčanlivosti 
na základe osobitných právnych predpisov alebo sú povinní zachovávať mlčanlivosť na základe písomnej 
dohody s Poskytovateľom. 

7.2 Audítor kybernetickej bezpečnosti je povinný vo vzťahu ku všetkým mu poskytnutým informáciám 
a údajom zachovávať mlčanlivosť podľa § 12 ZoKB. 

7.3 Poskytovateľ je povinný uhradiť škodu, ktorá Objednávateľovi vznikne porušením Poskytovateľovej 
povinnosti mlčanlivosti podľa tohto článku Zmluvy. 

7.4 Povinnosť Poskytovateľa a Objednávateľa zachovávať mlčanlivosť o informáciách, ktoré získali v súvislosti 
s plnením Zmluvy sa nevzťahuje na informácie, ktoré: 

7.4.1 boli zverejnené pred uzavretím Zmluvy; 

7.4.2 sa stanú všeobecne a verejne dostupné po podpise Zmluvy z iného dôvodu ako z dôvodu 
porušenia povinností podľa Zmluvy; 

7.4.3 majú byť sprístupnené na základe povinnosti stanovenej zákonom, rozhodnutím súdu, prokuratúry 
alebo na základe iného záväzného rozhodnutia príslušného orgánu; 

7.4.4 boli získané Poskytovateľom, resp. Objednávateľom od tretej strany, ktorá ich legitímne získala 
alebo vyvinula a ktorá nemá žiadnu povinnosť, ktorá by obmedzovala ich zverejňovanie. 

7.5 Poskytovateľ sa pri realizácii plnenia podľa Zmluvy zaväzuje dodržiavať všetky povinnosti vyplývajúce 
zo zákona č. 18/2018 Z. z. o ochrane osobných údajov a o zmene a doplnení niektorých zákonov v znení 
neskorších predpisov (ďalej len „Zákon o ochrane osobných údajov“) a nariadenia Európskeho parlamentu 
a Rady (EÚ) 2016/679 z 27. apríla 2016 o ochrane fyzických osôb pri spracúvaní osobných údajov 
a o voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie 
o ochrane údajov) (ďalej len „GDPR“). V súlade so Zákonom o ochrane osobných údajov a s GDPR sú 
Objednávateľ a Poskytovateľ v postavení samostatných prevádzkovateľov. 
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7.6 Objednávateľ aj Poskytovateľ sú povinní dôsledne chrániť všetky spracúvané osobné údaje, s ktorými prídu 
do styku pri plnení predmetu zmluvy. Objednávateľ aj Poskytovateľ sú povinní prijať primerané technické 
a organizačné opatrenia tak, aby spracúvanie osobných údajov spĺňalo požiadavky GDPR resp. Zákona 
o ochrane osobných údajov a aby bola zabezpečená ochrana práv dotknutých osôb podľa GDPR a Zákona 
o ochrane osobných údajov. Zároveň sú povinní plniť ďalšie povinnosti uložené príslušnými právnymi 
predpismi v oblasti ochrany osobných údajov a ochrany informácií. 

7.7 Poskytovateľ preukázateľne poučí svojich zamestnancov poskytujúcich Služby podľa Zmluvy o povinnosti: 

7.7.1 zachovávať mlčanlivosť o informáciách, s ktorými počas poskytovania Služieb Objednávateľovi 
prišli do styku, a to aj po ukončení pracovného alebo obdobného pomeru, 

7.7.2 zachovávať mlčanlivosť o údajoch, vrátane osobných údajov, s ktorými počas poskytovania Služieb 
Objednávateľovi prišli do styku. Údaje, vrátane osobných údajov, ku ktorým počas plnenia Zmluvy 
prišiel Poskytovateľ do styku, nesmie ďalej spracúvať ani ich využiť pre vlastnú potrebu. 

Článok VIII 
Oprávnené osoby 

8.1 Poskytovateľ sa zaväzuje do piatich (5) pracovných dní od podpisu Zmluvy oboma Zmluvnými stranami 
určiť oprávnenú osobu, ktorá bude počas účinnosti Zmluvy oprávnená konať za Poskytovateľa v určených 
záležitostiach súvisiacich s plnením predmetu zmluvy a v tej istej lehote oznámiť Objednávateľovi jej 
meno, kontaktné údaje a e-mailovú adresu. Informácie podľa tohto bodu zašle Poskytovateľ 
Objednávateľovi písomne v lehote piatich (5) pracovných dní odo dňa určenia oprávnenej osoby. 

8.2 Objednávateľ sa zaväzuje do piatich (5) pracovných dní od podpisu Zmluvy oboma Zmluvnými stranami 
určiť oprávnenú osobu, ktorá bude počas účinnosti Zmluvy oprávnená konať za Objednávateľa v určených 
záležitostiach súvisiacich s plnením predmetu zmluvy a v tej istej lehote oznámiť Poskytovateľovi jej 
meno, kontaktné údaje a e-mailovú adresu. Informácie podľa tohto bodu zašle Objednávateľ 
Poskytovateľovi písomne v lehote piatich (5) pracovných dní odo dňa určenia oprávnenej osoby. 

8.3 Zmluvné strany sa dohodli, že ich vzájomná komunikácia ohľadom akejkoľvek záležitosti týkajúcej sa 
plnenia predmetu zmluvy bude vykonávaná prostredníctvom oprávnených osôb Zmluvných strán, ak 
v tejto Zmluve nie je uvedené inak. 

8.4 Zmena oprávnených osôb Zmluvných strán v zmysle tohto článku Zmluvy sa vykoná doručením oznámenia 
o zmene oprávnenej osoby druhej Zmluvnej strane prostredníctvom elektronickej pošty. 

Článok IX 
Cena a platobné podmienky 

9.1 Zmluvné strany sa dohodli že Objednávateľ zaplatí Poskytovateľovi odmenu za poskytnutie Služieb 
špecifikovaných v bode 3.1 Zmluvy (ďalej len „Odmena za Služby“) vo výške 49 500,00 ,- EUR (slovom: 
štyridsaťdeväťtisícpäťsto. EUR) bez DPH. DPH bude k Odmene za Služby účtovaná podľa platných 
predpisov, pričom uvedená celková Odmena za Služby (vrátane DPH) je maximálna bez možnosti jej 
navýšenia, zahŕňajúca akékoľvek a všetky náklady za poskytnutie Služieb podľa Zmluvy. Odmena za Služby 
je konečná a nemenná a nie je možné ju navyšovať ani dodatkami upravovať počas trvania Zmluvy. 
Poskytovateľ je platca DPH. 

9.2 Objednávateľ neposkytuje Poskytovateľovi žiaden preddavok, ani zálohové platby. Odmena za Služby 
predstavuje odplatu za splnenie všetkých zmluvných záväzkov Poskytovateľa vyplývajúcich zo Zmluvy 
a zahŕňa všetky náklady a výdavky Poskytovateľa za riadne a včasné poskytnutie Služieb podľa Zmluvy. 

9.3 Poskytovateľ je oprávnený fakturovať Odmenu za Služby podľa bodu 9.1 tohto článku Zmluvy až 
po protokolárnom prevzatí Záverečnej správy Objednávateľom spôsobom podľa bodu 4.5 Zmluvy. 
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Zmluvné strany sa dohodli, že Poskytovateľ vystaví Objednávateľovi faktúru za poskytnuté Služby 
po podpísaní Preberacieho protokolu oprávnenými osobami Zmluvných strán podľa čl. VIII Zmluvy, 
pričom Preberací protokol, podpísaný obidvoma Zmluvnými stranami, bude tvoriť prílohu k faktúre. 

9.4 Splatnosť faktúry je tridsať (30) kalendárnych dní odo dňa jej doručenia Objednávateľovi. Objednávateľ 
je povinný uhradiť Poskytovateľovi fakturovanú sumu prevodom na bankový účet Poskytovateľa uvedený 
v záhlaví Zmluvy. Faktúra sa považuje za uhradenú dňom pripísania fakturovanej sumy na účet 
Poskytovateľa. 

9.5 Zmluvná cena je stanovená v zmysle zákona č. 18/1996 Z. z. o cenách v znení neskorších predpisov 
a vyhlášky MF SR č. 87/1996 Z. z., ktorou sa vykonáva zákon č. 18/1996 Z. z. o cenách v znení neskorších 
predpisov. 

9.6 Faktúra musí obsahovo spÍňať všetky náležitosti daňového dokladu podľa všeobecne záväzných právnych 
predpisov a taktiež musí obsahovať číslo Zmluvy a jej názov, vrátane označenia predmetu zmluvy. 
V prípade jej neúplnosti alebo nesprávnosti je Objednávateľ oprávnený vrátiť faktúru Poskytovateľovi 
na opravu alebo doplnenie; v takom prípade nová lehota splatnosti začne plynúť až dňom doručenia 
opravenej faktúry Objednávateľovi. Objednávateľ sa nedostáva do omeškania s uhradením faktúry až 
do doby doručenia opravenej faktúry. 

9.7 Zmluvné strany sa dohodli, že Poskytovateľ nie je oprávnený bez predchádzajúceho písomného súhlasu 
Objednávateľa postúpiť na tretiu osobou a ani založiť akékoľvek svoje pohľadávky vzniknuté na základe 
alebo v súvislosti so Zmluvou alebo plnením záväzkov podľa Zmluvy. 

9.8 V prípade omeškania Objednávateľa so zaplatením Odmeny za Služby podľa Zmluvy, je Poskytovateľ 
oprávnený požadovať zaplatenie úrokov z omeškania, ktoré je Poskytovateľ oprávnený Objednávateľovi 
účtovať v sadzbe stanovenej všeobecne záväznými právnymi predpismi platnými a účinnými na území 
Slovenskej republiky v čase vyúčtovania úrokov z omeškania. Zmluvné strany sa dohodli, že celková výška 
úrokov z omeškania nesmie presiahnuť 100 % Odmeny za Služby. 

Článok X 
Zodpovednosť za vady a škodu 

10.1 Poskytovateľ zodpovedá v plnom rozsahu za vady výsledkov svojej činnosti vykonanej v prospech 
Objednávateľa na základe Zmluvy. Poskytovateľ zodpovedá v celom rozsahu za škodu, ktorá vznikla 
Objednávateľovi alebo tretej osobe v dôsledku alebo v súvislosti s porušením povinností Poskytovateľa 
stanovených v Zmluve, resp. v súvislosti s plnením podľa Zmluvy, a to najmä, nie však výlučne, za škodu, 
ktorá vznikla Objednávateľovi alebo tretej osobe v dôsledku toho, že Poskytovateľ neposkytol Služby 
riadne, včas, s odbornou starostlivosťou a/alebo v rozpore s právnymi predpismi a/alebo touto Zmluvou. 

10.2 Poskytovateľ zodpovedá Objednávateľovi za škodu na veciach prevzatých od Objednávateľa. Poskytovateľ 
sa môže vyviniť zo zodpovednosti za vzniknutú škodu len tým, že preukáže, že túto škodu nemohol 
odvrátiť ani pri vynaložení všetkej odbornej starostlivosti. 

Článok XI 
Zmluvné sankcie 

11.1 V prípade porušenia povinností Poskytovateľa poskytnúť svoje plnenia, špecifikované v bodoch 2.1 a 3.1 
Zmluvy riadne a včas, je Objednávateľ oprávnený uplatniť si voči Poskytovateľovi zmluvnú pokutu vo výške 
0,5% z celkovej Odmeny za Služby za každý aj začatý deň trvania porušenia tejto zmluvnej povinnosti, a to 
za každé porušenie samostatne, maximálne do 100% celkovej Odmeny za Služby. Poskytovateľ sa zaväzuje 
zmluvnú pokutu podľa predchádzajúcej vety Objednávateľovi uhradiť na základe faktúry Objednávateľa. 
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11.2 Zmluvná pokuta je splatná najneskôr piaty (5) pracovný deň odo dňa doručenia písomného uplatnenia 
zmluvnej pokuty voči Poskytovateľovi. 

11.3 Zaplatením zmluvnej pokuty nie je dotknuté právo Objednávateľa na náhradu škody, ktorá mu vznikne 
v súvislosti s porušením jeho zmluvných povinností, ktorú je možné vymáhať samostatne. 

Článok XII 
Autorské práva a licencie 

12.1 Poskytovateľ vyhlasuje, že v prípade ak v súvislosti s poskytovaním Služieb (vypracovaním Záverečnej 
správy) v zmysle Zmluvy bude vytvorené Autorské dielo podľa zákona č. 185/2015 Z. z. Autorský zákon 
(ďalej len „Autorské dielo“) je Poskytovateľ nositeľom autorských práv k Autorskému dielu alebo jeho časti 
vykonávanému podľa Zmluvy a je oprávnený poskytnúť Objednávateľovi Autorské dielo alebo jeho časť 
v súlade s podmienkami tejto Zmluvy. Poskytovateľ zodpovedá voči tretím osobám za prípadné porušenie 
autorského práva alebo iného práva duševného vlastníctva v súvislosti s vytvoreným Autorským dielom 
a plnením podľa Zmluvy. 

12.2 Poskytovateľ poskytuje pre použitie Autorského diela Objednávateľovi výhradnú licenciu, časovo, vecne 
a územne neobmedzenú v rozsahu majetkových práv autora, a to na všetky známe spôsoby použitia 
Autorského diela podľa Autorského zákona, predovšetkým v zmysle § 19 ods. 4 Autorského zákona. 

12.3 Zmluvné strany sa dohodli, že Objednávateľ nie je povinný udelenú výhradnú licenciu využiť. 

12.4 Poskytovateľ zároveň súhlasí s tým, aby Objednávateľ udelil sublicencie na použitie Autorského diela 
vo vyššie uvedenom rozsahu aj ďalším osobám, pričom udelenie sublicencie nemusí byť písomné. Odmena 
za licenciu na používanie Autorského diela podľa Zmluvy je zahrnutá v Odmene za Služby. 

12.5 Pokiaľ v rámci plnenia podľa Zmluvy Poskytovateľ použije autorské dielo tretej strany, je povinný 
zabezpečiť súhlas autora diela na použitie autorského diela tretej osobe a na plnenie podľa Zmluvy. 

12.6 Poskytovateľ sa zaväzuje vysporiadať všetky právne vzťahy s tretími osobami, ktoré sa budú podieľať 
na vytvorení Autorského diela v zmysle Zmluvy tak, aby si tieto osoby nemohli uplatňovať voči 
Objednávateľovi a tretej strane žiadne nároky vyplývajúce im z osobnostných, priemyselných či iných 
obdobných práv v súvislosti s riadnym plnením záväzkov Poskytovateľa podľa Zmluvy. 

12.7 Poskytovateľ sa zaväzuje, že v plnom rozsahu preberá zodpovednosť za porušenie akýchkoľvek autorských 
alebo príbuzných práv alebo práv priemyselného a duševného vlastníctva Objednávateľa a tiež sa zaväzuje, 
že v plnom rozsahu odškodní Objednávateľa v prípade porušenia takýchto práv. 

12.8 Objednávateľ nadobúda vlastnícke právo k Autorskému dielu momentom protokolárneho prevzatia 
Záverečnej správy, pričom týmto momentom nadobúda Objednávateľ aj všetky majetkové práva 
k Záverečnej správe, vyplývajúce z Autorského zákona. 

12.9 Zmluvné strany sa dohodli, že ukončením účinnosti Zmluvy zostávajú práva a povinnosti podľa tohto 
článku Zmluvy nedotknuté. 

Článok XIII 
Spôsob ukončenia Zmluvy 

13.1 Zmluvu je možné ukončiť okrem splnenia všetkých práv a povinností obidvoch Zmluvných strán aj písomnou 
dohodou Zmluvných strán alebo písomným odstúpením od Zmluvy jednou zo Zmluvných strán. 

13.2 V prípade ukončenia Zmluvy dohodou Zmluvných strán, táto Zmluva končí dňom uvedeným v tejto 
dohode. V dohode si Zmluvné strany upravia ku dňu ukončenia Zmluvy svoje vzájomné nároky, ktoré 
Zmluvným stranám vznikli z plnenia zmluvných povinností alebo z ich porušenia druhou Zmluvnou stranou. 
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13.3 Zmluvné strany sú oprávnené od Zmluvy odstúpiť v prípadoch uvedených v Zmluve, v prípadoch porušenia 
Zmluvy, ktoré sú v Zmluve označené ako podstatné porušenie Zmluvy a v prípadoch vyplývajúcich 
z príslušných všeobecných záväzných právnych predpisov. 

13.4 Na účely Zmluvy sa za podstatné porušenie Zmluvy zo strany Poskytovateľa považuje: 

13.4.1 neplnenie podľa Zmluvy Poskytovateľom riadne a/alebo včas, 

13.4.2 vznik nepredvídavých okolností na strane Poskytovateľa, ktoré zásadne zmenia podmienky 
plnenia podľa Zmluvy a súčasne nejde o okolnosti vylučujúce zodpovednosť, 

13.4.3 preukázateľné porušenie právnych predpisov Slovenskej republiky, v súvislosti s poskytovaním 
Služieb, 

13.4.4  porušenie záväzkov vyplývajúcich pre Poskytovateľa z vecnej alebo časovej realizácie Služieb 
a/alebo nesplnenie podmienok a povinností, ktoré Poskytovateľovi vyplývajú zo Zmluvy, 

13.4.5 zastavenie poskytovania Služieb z neopodstatnených dôvodov na strane Poskytovateľa 
bez písomného súhlasu Objednávateľa, 

13.4.6 poskytnutie nepravdivých a zavádzajúcich informácií, resp. neposkytovanie informácií v súlade 
s podmienkami Zmluvy zo strany Poskytovateľa. 

13.5 Pre právnu úpravu odstúpenia od Zmluvy a vzájomných nárokov Zmluvných strán z neho vyplývajúcich 
primerane platia ustanovenia § 344 a nasl. Obchodného zákonníka. 

13.6 Odstúpenie od Zmluvy musí mať písomnú formu, a jeho účinky nastávajú dňom doručenia písomného 
vyhotovenia odstúpenia druhej Zmluvnej strane. 

13.7 Povinnosť doručiť odstúpenie od Zmluvy podľa tohto článku Zmluvy sa považuje v konkrétnom prípade 
za splnenú dňom prevzatia odstúpenia alebo odmietnutím prevziať odstúpenie. Ak si druhá Zmluvná 
strana neprevezme riadne doručovanú zásielku, táto sa považuje za doručenú na piaty (5) deň odo dňa jej 
uloženia na pošte a zároveň platí, že týmto dňom sa Zmluvná strana oboznámila s jej obsahom. Zmluvné 
strany sa dohodli, že pre doručovanie Objednávateľovi je rozhodná adresa, ktorá je ako jeho pracovisko 
uvedená v záhlaví Zmluvy a pre doručovanie Poskytovateľovi adresa, zapísaná ako jeho sídlo v obchodnom 
registri. V prípade, že Poskytovateľ nie je registrovaný v obchodnom registri, za rozhodujúcu sa bude 
považovať adresa uvedená v inom príslušnom registri (predovšetkým Živnostenskom registri). 

13.8 Ukončením platnosti Zmluvy zanikajú všetky práva a povinnosti Zmluvných strán v nej zakotvené, okrem 
nárokov na náhradu spôsobenej škody, nárokov na zákonné sankcie a úroky alebo iných nárokov 
vyplývajúcich zo Zmluvy, ktoré podľa ich povahy majú zostať zachované aj po ukončení platnosti Zmluvy, 
alebo sa na nich Zmluvné strany výslovne dohodli. 

13.9 V prípade ukončenia alebo odstúpenia od Zmluvy pred úplným poskytnutím Služieb, a to z dôvodov 
na  strane Objednávateľa, patrí Poskytovateľovi úhrada za skutočne vykonané a poskytnuté plnenia, príp. 
ich časti. 

Článok XIV 
Záverečné ustanovenia 

14.1 Pokiaľ by ktorékoľvek ustanovenie Zmluvy bolo, alebo by sa stalo neplatným alebo neúčinným, či už úplne 
alebo len sčasti, ostatné ustanovenia Zmluvy, ktorých sa neplatnosť alebo neúčinnosť priamo netýka, tým 
nie sú dotknuté a ostávajú naďalej v platnosti a účinnosti. Zmluvné strany sa zároveň v takomto prípade 
zaväzujú bez zbytočného odkladu nahradiť neplatné alebo neúčinné ustanovenie Zmluvy takým, ktoré 
bude platné a účinné a ktoré bude v čo možno najväčšej možnej miere zodpovedať vôli a úmyslu 
Zmluvných strán vyjadreným v neplatnom alebo neúčinnom ustanovení. Ak to nebude právne možné, 
na úpravu vzťahu medzi Zmluvnými stranami sa použije taká platná právna úprava, ktorá sa svojou 
povahou čo možno najviac približuje účelu a obsahu Zmluvy. 
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14.2 Práva a povinnosti neupravené Zmluvou sa riadia ustanoveniami Obchodného zákonníka, ZoKB, ZoITVS, 
ich vykonávacími predpismi a ostatnými príslušnými všeobecne záväznými platnými právnymi predpismi 
Slovenskej republiky. 

14.3 Zmluvné strany sa dohodli, že prípadné spory vyplývajúce zo Zmluvy budú riešiť predovšetkým 
vzájomným rokovaním zástupcov Zmluvných strán, v prípade pretrvávajúcich sporov vzniknutých z tohto 
zmluvného vzťahu bude na konanie príslušný vecne a miestne príslušný súd Slovenskej republiky. 

14.4 Zmluvné strany vyhlasujú, že si Zmluvu pred jej podpísaním prečítali, že bola uzatvorená po vzájomnej 
dohode, podľa ich slobodnej vôle a nie v tiesni, ani za inak nápadne nevýhodných podmienok ani v omyle. 

14.5 Zmluva nadobúda platnosť dňom jej podpísania oboma Zmluvnými stranami a účinnosť dňom 
nasledujúcim po dni, kedy došlo k zverejneniu Zmluvy podľa ustanovenia § 47a zákona č. 40/1964 Zb. 
Občiansky zákonník v znení neskorších predpisov v centrálnom registri zmlúv, nakoľko ide o povinne 
zverejňovanú zmluvu v zmysle § 5a ods. 1 zákona č. 211/2000 Z. z. o slobodnom prístupe k informáciám 
a o zmene a doplnení niektorých zákonov (zákon o slobode informácií) v znení neskorších predpisov. 

14.6 Zmluvné strany berú na vedomie a súhlasia s tým, že Zmluva vrátane všetkých jej príloh bude zverejnená 
v centrálnom registri zmlúv. 

14.7 Zmeny a doplnenia Zmluvy možno uskutočniť len na základe dohody Zmluvných strán písomným 
a očíslovaným dodatkom k Zmluve. Dodatky alebo zmeny Zmluvy nadobúdajú platnosť po ich podpísaní 
oboma Zmluvnými stranami a  účinnosti nadobúdajú dňom nasledujúcim po dni zverejnenia týchto 
dodatkov podľa ustanovenia § 47a zákona č. 40/1964 Zb. Občiansky zákonník v znení neskorších 
predpisov a príslušných ustanovení zákona č. 211/2000 Z. z. o slobodnom prístupe k informáciám 
a o zmene a doplnení niektorých zákonov (zákon o slobode informácií), v centrálnom registri zmlúv. 

14.8 Zmluva sa vyhotovuje v štyroch (4) originálnych rovnopisoch, pričom Objednávateľ si ponechá tri (3) 
rovnopisy a Poskytovateľ si ponechá jeden (1) rovnopis. 

14.9 Zmluvné strany vyhlasujú, že sú plne spôsobilé na právne úkony, že text Zmluvy je určitým 
a zrozumiteľným vyjadrením ich vážnej a slobodnej vôle byť ňou viazané, že si Zmluvu pred jej podpísaním 
prečítali, v celom rozsahu porozumeli a na znak súhlasu s jej obsahom k nej pripájajú svoje vlastnoručné 
podpisy. 

14.10 Záväznou a neoddeliteľnou súčasťou Zmluvy sú nasledovné prílohy: 
− Príloha č. 1: Opis predmetu zákazky 
− Príloha č. 2: Dotazník pre stanovenie časovej náročnosti a prácnosti auditu kybernetickej bezpečnosti 
− Príloha č. 3: Cenová ponuka 

Za Poskytovateľa: Za Objednávateľa: 

V   Bratislave dňa V  Bratislave dňa 

 Marián Illovský  Ing. Ľubomír Mindek  
 konateľ generálny riaditeľ   
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Príloha č. 1 

Opis predmetu zákazky 

Verejný obstarávateľ: Národná agentúra pre sieťové a elektronické služby 

Názov zákazky: Audit kybernetickej bezpečnosti Vládnej siete GOVNET a Ústredného portálu verejnej 
správy (ÚPVS) 2024 

Špecifikácia predmetu zákazky: 

Národná agentúra pre sieťové a elektronické služby (ďalej aj „NASES“ alebo „agentúra“) je príspevkovou 
organizáciou Ministerstva investícií, regionálneho rozvoja a informatizácie Slovenskej republiky, ktorá 
zabezpečuje plnenie odborných úloh v oblasti informatizácie spoločnosti, vyplývajúcich zo zákona č. 575/2001 
Z. z. o organizácii činnosti vlády a organizácii ústrednej štátnej správy, ako aj zo zákona č. 95/2019 Z. z. 
o informačných technológiách vo verejnej správe. 

NASES spravuje a prevádzkuje elektronické komunikačné siete a služby a plní odborné úlohy v oblasti 
informatizácie verejnej správy. Kľúčovými kompetenciami agentúry sú prevádzka a rozvoj Ústredného portálu 
verejnej správy (ďalej aj „ÚPVS“), dátovej siete Govnet, prevádzka sTESTA pre Slovenskú republiku 
a poskytovanie kvalifikovaných dôveryhodných služieb. 

NASES je v zmysle ustanovenia § 3 písm. m) zákona č. 69/2018 Z. z. o kybernetickej bezpečnosti a o zmene 
a doplnení niektorých zákonov v znení neskorších predpisov (ďalej aj „zákon č. 69/2018 Z. z.“) v postavení 
prevádzkovateľa základnej služby, pričom ako prevádzkovateľ dvoch základných služieb: 

- základná služba „Ústredný portál verejnej správy“, 

- základná služba „Vládna sieť Govnet - základný prvok centrálnej komunikačnej infraštruktúry“ 

je povinný prevádzkovať tieto služby v súlade s požiadavkami zákona č. 69/2018 Z. z. a Vyhláškou NBÚ č. 
362/2018 Z. z., ktorou sa ustanovuje obsah bezpečnostných opatrení, obsah a štruktúra bezpečnostnej 
dokumentácie a rozsah všeobecných bezpečnostných opatrení v znení neskorších predpisov (ďalej aj „vyhláška 
NBÚ č. 362/2018 Z. z.“). 

Cieľom obstarávaného predmetu zákazky je, v súlade s požiadavkami zákona č. 69/2018 Z. z., príslušnej 
legislatívy SR a internými smernicami NASES, zabezpečiť plnenie povinností NASES v postavení prevádzkovateľa 
základnej služby pri prevádzke základných služieb „Ústredný portál verejnej správy“ a „Vládna sieť Govnet - 
základný prvok centrálnej komunikačnej infraštruktúry“ v nasledujúcom období s dôrazom na efektívnu 
a účinnú detekciu, elimináciu a predchádzanie kybernetickým bezpečnostným incidentom. 

Predmetom zákazky je dodanie služieb prostredníctvom certifikovaného audítora kybernetickej bezpečnosti, 
ktoré súvisia s vykonaním auditu kybernetickej bezpečnosti základných služieb: 

- základná služba „Ústredný portál verejnej správy“, 

- základná služba „Vládna sieť Govnet - základný prvok centrálnej komunikačnej infraštruktúry“. 

V zmysle § 29 ods. 1 zákona č. 69/2018 Z. z. je „Prevádzkovateľ základnej služby povinný preveriť účinnosť 
prijatých bezpečnostných opatrení a plnenie požiadaviek stanovených týmto zákonom vykonaním auditu 
kybernetickej bezpečnosti v rozsahu stanovenom podľa všeobecne záväzného právneho predpisu, ktorý vydá 
úrad (NBÚ), a to v závislosti od klasifikácie informácií a kategorizácie sietí a informačných systémov po každej 
zmene majúcej významný vplyv na realizované bezpečnostné opatrenia a v určenom časovom intervale“. 
V prípade oboch základných služieb sa jedná o audit kybernetickej bezpečnosti, vykonávaný po uplynutí obdobia 
dvoch rokov od realizácie posledných auditov týchto základných služieb. 

Audit kybernetickej bezpečnosti je potrebné vykonať v súlade s Vyhláškou NBÚ č. 493/2022 Z. z. o audite 
kybernetickej bezpečnosti audítorom, splňujúcim požadované znalostné štandardy. 
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Audit kybernetickej bezpečnosti, teda audit počítačových sietí a informačných systémov verejného 
obstarávateľa ako prevádzkovateľa dvoch základných služieb, zameraný na preverenie účinnosti verejným 
obstarávateľom prijatých bezpečnostných opatrení a plnenie požiadaviek zákona č. 69/2018 Z. z. a vyhlášky 
NBÚ č. 362/2018 Z. z. verejným obstarávateľom, bude vykonaný v nasledovnom rozsahu: 

1. Posúdenie prijatia a dodržiavania všeobecných bezpečnostných opatrení vo forme úloh, procesov, rolí 
a technológií v organizačnej, personálnej a technickej rovine v oblastiach: 

a) organizácie kybernetickej bezpečnosti a informačnej bezpečnosti, 

b) riadenia rizík kybernetickej bezpečnosti a informačnej bezpečnosti, 

c) personálnej bezpečnosti, 
d) riadenia prístupov, 

e) riadenia kybernetickej bezpečnosti a informačnej bezpečnosti vo vzťahoch s tretími stranami, 

f) bezpečnosti pri prevádzke informačných systémov a sietí, 

g) hodnotenia zraniteľností a bezpečnostných aktualizácií, 
h) ochrany proti škodlivému kódu, 

i) sieťovej a komunikačnej bezpečnosti, 

j) akvizície, vývoja a údržby informačných sietí a informačných systémov, 

k) zaznamenávania udalostí a monitorovania, 
l) fyzickej bezpečnosti a bezpečnosti prostredia, 

m) riešenia kybernetických bezpečnostných incidentov, 

n) kryptografických opatrení, 

o) kontinuity prevádzky, 
p) auditu, riadenia súladu a kontrolných činností. 

2. Vyhodnotenie auditných zistení, oboznámenie oprávnenej osoby verejného obstarávateľa so zistenými 
nedostatkami a zostavenie odporúčaných opatrení na ich odstránenie v písomnej a elektronickej forme. 

3. Vypracovanie a predloženie výstupu Auditu, ktorým je Záverečná správa v slovenskom jazyku vypracovaná 
v súlade s požiadavkami Vyhlášky NBÚ č. 493/2022 Z. z. o audite kybernetickej bezpečnosti, ktorá bude mať 
nasledovnú štruktúru, pokiaľ z Vyhlášky NBÚ č. 493/2022 Z. z. o audite kybernetickej bezpečnosti nevyplýva 
iná štruktúra a rozsah: 

a) meno, priezvisko a číslo platného certifikátu Audítora kybernetickej bezpečnosti, dátum vyhotovenia 
a podpis Audítora kybernetickej bezpečnosti, 

b) vymedzenie rozsahu vykonaného Auditu, 

c) cieľ Auditu, 

d) použité postupy a metodiky vykonaného Auditu, 

e) zhrnutie zistení výsledkov Auditu a konštatovanie súladu alebo nesúladu s požiadavkami na 
bezpečnosť sietí a informačných systémov, 

f) odporúčané nápravné opatrenia Audítora kybernetickej bezpečnosti pri zistení nedostatkov. 

g) dokumenty, ktorými sú najmä: 
i. kópia certifikátu Audítora kybernetickej bezpečnosti, 
ii. kópia žiadosti o výkon Auditu podľa Prílohy č. 1 Vyhlášky o audite, 
iii. výpočet rozsahu trvania Auditu a zdôvodnenie jeho skrátenia alebo predĺženia, 
iv. kontrolný záznam auditovaných bezpečnostných opatrení s vyjadrením prevádzkovateľa 

základnej služby so zisteniami Auditu, 



 14 / 17 

v. harmonogram Auditu, 
vi. zoznam posúdenej dokumentácie, 
vii. uvedenie a zdôvodnenie zmien a rozdielov priebehu Auditu oproti plánovanému 

harmonogramu, 
viii. zhodnotenie plnenia povinností podľa zákona a celkového stavu prijatých bezpečnostných 

opatrení každého informačného systému súvisiaceho so základnou službou, vyslovenie súladu 
alebo nesúladu s požiadavkami na bezpečnosť sieti a informačných systémov, a konkrétne 
uvedenie nedostatkov. 

Typ zmluvného záväzku: 

- Zmluva uzatvorená s víťazným uchádzačom. 

Miestom realizácie predmetu zákazky je: 

Verejný obstarávateľ súhlasí s vykonávaním predmetu zákazky predovšetkým vzdialene formou „on-line“. 
Pokiaľ si charakter služby alebo okolnosti budú vyžadovať poskytnutie služby osobne, miestom vykonávania 
predmetu zákazky bude: 

- Pracovisko verejného obstarávateľa v priestoroch budovy Tower 115 na ulici Pribinova 25 v Bratislave. 

Zdroj financovania: 

- štátny rozpočet. 

Komplexnosť: 

- Uchádzač je povinný predložiť ponuku na celý predmet zákazky, vrátane všetkých súvisiacich nákladov 
a všetkých licencií potrebných pre realizáciu služby. 

Časový harmonogram realizácie predmetu zákazky: 

- plánovaný začiatok realizácie auditu kybernetickej bezpečnosti je november 2024 a jeho predpokladané 
ukončenie je do 31.12.2024. 
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Príloha č. 2  

Dotazník pre stanovenie časovej náročnosti a prácnosti auditu kybernetickej bezpečnosti – NASES 
„Audit kybernetickej bezpečnosti Vládnej siete GOVNET a Ústredného portálu verejnej správy (ÚPVS) 2024“ 

Č. Otázka Odpoveď 

1 Ste prevádzkovateľom prvku kritickej infraštruktúry1? Áno 

2 Ste prevádzkovateľom základnej služby („PZS“)? Áno 

2.1 Ak áno, aké základné služby prevádzkujete?  ÚPVS 
 GOVNET 

3 
Počet užívateľov Siete a Informačného Systému2 s väzbou 
na základné služby? (ďalej len IS) 
Príklad: 1500 interných, 3000 externých 

 do 180 - interných 
 FO: nad 5 000 000 
 PO: nad 1 000 000 
 OVM: nad 9 000 

4 Počet IS pre jednotlivé základné služby?  1x GOVNET 
 1x ÚPVS 

5 Počet zamestnancov zúčastňujúcich na prevádzke IS s väzbou 
na základnú službu? 

 120 – IS GOVNET 
 120 – IS ÚPVS 

6 Štruktúra správy IS s väzbou na základnú službu 
Centralizovaná verzus distribuovaná 

Správa IS - centralizovaná 
Prístup do IS - distribuovaný 

7 
Počet externých pracovísk, kde je prevádzkovaný samostatný 
IS s väzbou na základnú službu, iný ako na ostatných 
pracoviskách? 

4 (2xNASES+2xDC) 

8 
Máte s tretími stranami  uzavreté akékoľvek zmluvy na výkon 
činností, ktoré priamo súvisia s prevádzkou IS s väzbou 
na základné služby (ak áno, počet a typ služieb)? 

 ZS ÚPVS - spol. GlobalTel, a.s. 
 ZS GOVNET - spol. SWAN, a.s. 

9 Počet zamestnancov tretích strán zúčastňujúcich 
na prevádzke IS s väzbou na základnú službu? 

 do 50 - ÚPVS 
 do 50 - GOVNET  

10 Máte zadefinovanú klasifikáciu informácií? Áno 

11 Vykonali ste kategorizáciu IS podľa požiadaviek Zákona? Áno 

12.1 Ak áno, sú IS zaradené do:  

12.2 I. kategórie - 

12.3 II. kategórie - 

12.4 III. kategórie Áno 

13.1 Je k dispozícii správa z posledného auditu KB? Áno (pre obe ZS) 

13.2 Ak áno, vyskytli sa od posledného auditu KB významné zmeny 
v IS? Nie 

 
1 § 2 písm. a) zákona č. 45/2011 Z. z. o kritickej infraštruktúre. 
2 § 3 písm. a) zákona č. 69/2018 Z. z. o kybernetickej bezpečnosti. 
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Č. Otázka Odpoveď 

14 Vyskytol sa závažný kybernetický bezpečnostný incident 
za posledné 2 roky? Nie 

15 Porušili ste povinnosti ZoKB, prípadne bola udelená pokuta? 
(ak áno, aké) Nie 

16 
Ste držiteľom certifikátu podľa technickej normy (napr. ISO 
27001) a certifikovaná oblasť zahŕňa IS s väzbou na základnú 
službu? (uveďte aj podľa akej normy) 

Nie 

17 Máte potvrdenie o priemyselnej bezpečnosti?  
(ak áno, uveďte číslo) Nie 

18 
Meno, priezvisko a kontaktné údaje zodpovedného 
zamestnanca prevádzkovateľa základnej služby, ktorý 
poskytne audítorovi počas výkonu auditu súčinnosť a sprievod. 
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Príloha č. 3 

Cenová ponuka 
„Audit kybernetickej bezpečnosti Vládnej siete GOVNET a Ústredného portálu verejnej správy (ÚPVS) 2024“ 

1. Identifikácia Objednávateľa. 

Obchodné meno / Názov Národná agentúra pre sieťové a elektronické služby 
Poštová adresa - Sídlo Kollárova 8, 917 02 Trnava 
Pracovisko Tower 115, Pribinova 25, 811 09 Bratislava 
IČO 42 156 424 
Kontaktná osoba  
e-mail  

2. Identifikácia Poskytovateľa 

Obchodné meno / Názov MAVAT, s. r. o. 
Poštová adresa Tyrkysová 810/15 
IČO 50 420 224 
Kontaktná osoba Marián Illovský 
tel. č.  
e-mail  
Je uchádzač platca DPH? Áno 
Meno certifikovaného audítora:  
Evidenčné číslo certifikátu:  
Dátum platnosti certifikátu:  
Názov certifikačného orgánu: Kompetenčné a certifikačné centrum kybernetickej bezpečnosti  

3. Názov predmetu zákazky: 

Audit kybernetickej bezpečnosti Vládnej siete GOVNET a Ústredného portálu verejnej správy (ÚPVS) 2024 

4. Cenová tabuľka 

Názov 
Jednotková cena v EUR 

bez DPH 
Sadzba DPH 

(%) 
Cena celkom v EUR 

s DPH 

Audit kybernetickej bezpečnosti Vládnej siete 
GOVNET a Ústredného portálu verejnej správy 
(ÚPVS) 2024 

49 500,- 20 59 400,- 
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