ZMLUVA O DIELO

uzavretd podla § 536 nasl. zdkona ¢. 513/1991 Zb. Obchodného zakonnika v zneni neskorsich
predpisov
(dalej len ,,Zmluva")

Clanok 1.
Zmluvné strany

Zhotovitel’ DATALAN, a.s.

Miesto podnikania: Krasovského 14, 851 01 Bratislava 5

Zastupeny: Ing. Juraj Zelko, predseda predstavenstva

ICo: 35810734

IC DPH: SK2020259175

Pravna forma: spolo¢nost zapisana v Obchodnom registri Mestského sidu Bratislava Ili,

oddiel: SA, vlozka ¢.: 2704/8B

(dalej len ,Zhotovitel *)

a
Objednavatel’ Trendianska univerzita Alexandra Dubceka v Trencine

Sidlo: Studentska 1639/2, 911 50 Trendin

Zastupeny: doc. Ing. Jozefom Habdanikom, PhD., rektorom

ICO: 31118259

DIC: 2021376368

IC DPH: SK2021376368

Bankové spojenie: Statna pokladnica

IBAN: SK13 8180 0000 0070 0006 5375

Pravna forma: verejna vysoka skola zriadena zakonom ¢. 157/1997 Z.z. o zriadeni Trencianskej

univerzity, v zneni zakona ¢. 209/2002 Z.z. o zmene nazvu
(dalej len ,Objedndvatel”)

(Zhotovitel a Objedndvatel spolocne aj ako ,,zmluvné strany” alebo kaZdy samostatne ako ,,zmluvnd
strana”.)

Clanok 2.
Uvodné ustanovenia

1. Objednavatel je verejnym obstardvatefom v zmysle ustanovenia & 7 ods. 1 pism. d) zakona ¢.
343/2015 Z.z.
o verejnom obstardvani a o zmene a doplneni niektorych zakonov (dalej len ako ,,Zakon o verejnom
obstaravani”), z tohto dévodu je povinny realizovat zadavanie zdkaziek na dodanie tovaru, zakaziek
na uskutocnenie stavebnych prac, zdkaziek na poskytnutie sluZieb v zmysle Zakona o verejnom
obstaravani.

2. Tato zmiuva sa uzatvdra na zdklade vysledku verejného obstardvania v sulade so Zékonom
o verejnom obstaravani vyhlaseného vyzvou na predkladanie ponuk ID: 525 297, link Zékazka - Urad
podpredsedu vlady Slovenskej republiky pre Plan obnovy a znalostni ekonomiku, ktorého
predmetom je zdkazka s nazvom ,Realizicia opatreni na zvySenie drovne informacnej
a kybernetickej bezpecnosti v prostredi Trencianskej univerzity”.


































1.3. Na zaklade analyzy rizik spracovat stratégiu informaénej a kybernetickej bezpe¢nosti vratane
harmonogramu na implementdciu navrhnutych opatreni.

1.4, Zabezpedit proces formaineho rozhodnutia o riadeni rizik (o ich akceptacii alebo prijati
adekvatnych opatreni na ich zniZenie alebo Uplnt eliminaciu) vedenim organizdcie.

1.5.Zabezpedit reviziu doddvatelskych zmluv s tretimi stranami, ktoré maji vplyv na poskytovanie
zakladnej siuZby a na zakiade zisteni vypracovat navrhy dodatkov na Gpravu zmlav s tretou
stranou.

2. Vytvorenie kompletnej bezpeénostnej dokumentacie podla poZiadaviek ZoKB Prilohy €. 1 k
vyhlaske €. 362/2018 Z. z.:

2.1.Vytvorit alebo aktualizovat poZadované interné dokumenty, smernice a prevadzkovu
dokumentaciu pre relevantné oblasti riadenia informalnej a kybernetickej bezpecnosti:

a) organizacie kybernetickej bezpecnasti a informaénej bezpecnosti,

b) riadenia rizik kybernetickej bezpetnosti a informacnej bezpeénosti,

c) persondinej bezpelnosti,

d) riadenia pristupov,

e) riadenia kybernetickej bezpeénosti a informaénej bezpecnosti vo vztahoch s tretimi
stranami,

f)  bezpeénosti pri prevadzke informacénych systémov a sieti,

g) hodnotenia zranitefnosti a bezpeénostnych aktualizacii,

h) ochrany proti $kodlivému kédu,

i) sietoveja komunikatnej bezpelnosti,

j)  akvizicie, vyvoja a udriby informaénych sieti a informaénych systémov,

k} zaznamendvania udalosti a monitorovania,

)  fyzickej bezpeénosti a bezpecnosti prostredia,

m) rieSenia kybernetickych bezpelnostnych incidentov,

n) kryptografickych opatreni,

o) kontinuity prevadzky,

p} audity, riadenia stladu a kontrolnych ¢innosti.

2.2.Vystupom maji byt kompletnd bezpe¢nostna dokumentacia podla poZiadaviek ZoKB Prilohy €. 1
k vyhldske &. 362/2018 Z. z., minimalne v3ak nasledovné smernice a dokumenty:

a) Bezpecnostna politika,

b) Bezpeclnostna stratégia,

¢} Smernica riadenie persondinej bezpecnosti

d) Smernica bezpeénosti pre uZivatelov, (user smernica)

e) Klasifikacia informadcii a kategorizacia sieti a informacnych systémov,
f)  Smernica vykonu analyzy rizik a analyzy dopadov (AR/BIA),

g) Smernica o bezpeénej prevadzke IS a sieti, (admin smernica)

h) Smernica o monitorovani a rieeni kybernetickych bezpeénostnych incidentov,
i}  Smernica fyzickej a objektovej bezpetnosti,

j) Smernica pre bezpeény vyvoj a udrzbu aplikacii,

k)  Smernice pre kryptografické opatrenia '












