Priloha €. 3: Zmluva o zabezpeéeni plnenia bezpeénostnych opatreni a notifikaénych povinnosti

Zmluva o zabezpeceni plnenia bezpecnostnych opatreni
a notifikacnych povinnosti

uzatvorena podla § 269 ods. 2 zdkona ¢. 513/1991 Zb. Obchodny zakonnik a § 19 ods. 2 zékona ¢.
69/2018 Z. z. o kybernetickej bezpecnosti (dalej len ,Zmluva“) medzi:

Dodavatel’ Pocitace a Programovanie, s.r.o.
Sl'dlo: Kuzmanyho 22,01001 Zilina 5
ICO: 36 005 479, DIC: 2020451147, IC DPH: SK2020451147
Konajuci prostrednictvom: Ing. Miroslav Zvara, kovnatel'
Zapisany v Obchodnom registri Okresného sudu Zilina, Oddiel:
Sro, Vlozka &islo: 3454/L
Bankové spojenie: Ceskoslovenska obchodnd banka, a.s.
Cislo u¢tu IBAN: SK84 7500 0000 0040 0792 6111
Kontaktna osoba: Peter Hutira, Email: hutira@pap.sk
Tel: 0915 809 489
(dalej len ,,Dodavatel”)
a
Prevadzkovatel zakladnej sluzby: Narodny ustav reumatickych chordb Piestany
Sidlo: Nabrezie I. Krasku 4782/4, 921 12 Piestany
ICO: 00 165 271
DIC: 2020530732
IC DPH: SK2020530732
Konajuci prostrednictvom: MUDr. Milan Derco, Statutarny
organ — riaditel
Zriadeny Zriadovacou listinou MZ SR ¢islo: MZ SR 19390-2
2007-0OP zo dna 17.07.2007
Bankové spojenie: Statna pokladnica, Bratislava
Cislo uétu IBAN: SK85 8180 0000 0070 0028 5239
Kontaktna osoba: Jozef Dzurech,
Email: jozef.dzurech@nurch.sk
Tel: 0903 770 350
(dalej len ,,Odberatel*)

Dodavatel a Odberatel spolu dalej ako ,,Zmluvné strany” a
kazdy samostatne ako ,,Zmluvna strana®.

Clanok 1
Uvodné ustanovenia

1. Zmluvné strany uzatvdraju tuto Zmluvu za ucelom 3pecifikacie plnenia bezpecnostnych opatreni
a notifikatnych povinnosti v nadvaznosti na Zmluvu o poskytovani sluZzieb ¢C.
WinLSS/SZ/1296/2025 a Licenénti zmluvu uzatvorent medzi Zmluvnymi stranami (dalej len
, Osobitné zmluvy“).

2. Odberatel je prevadzkovatelom zakladnej sluzby v zmysle zdkona ¢. 69/2018 Z. z. o kybernetickej
bezpecnosti a 0 zmene a doplneni niektorych zakonov v zneni neskorsich zmien (dalej ako ,,zakon
o kybernetickej bezpecnosti“).




10.

Odberatel vyhlasuje, Ze si je vedomy svojich zmluvnych a zdkonnych povinnosti, prijal vsetky
potrebné bezpectnostné opatrenia, ktoré bude pocas platnosti tejto Zmluvy udrZiavat, ma
zodpovedajuce materidlne, technické a persondlne vybavenie a zavdzuje sa poskytnut
Dodavatelovi potrebnu stéinnost a informacie, aby mohol efektivne napliat ucel a predmet tejto
Zmluvy.

Dodavatel prehlasuje, Ze sa detailne obozndmil s rozsahom a povahou poZadovanych
bezpecnostnych opatreni a notifikacnych povinnosti podla tejto zmluvy a Ze disponuje technickym
vybavenim, kapacitami a odbornymi znalostami, ktoré su potrebné pre zaistenie poZiadaviek
podla tejto zmluvy.

Dodavatel je povinny prijimat a dodrziavat bezpecnostné opatrenia na Useku kybernetickej
bezpecnosti v rozsahu uvedenom v tejto zmluve a prislusnych pravnych predpisoch tak, aby bol
naplneny ucel tejto zmluvy.

Dodavatel sa zavazuje vykonavat vsetky Cinnosti definované v tejto zmluve v stlade s platnymi
pravnymi predpismi. Zmluvne strany zhodne prehlasuju, ze ni¢ v tejto zmluve nezbavuje Zmluvné
strany zodpovednosti za plnenie vlastnych povinnosti, ktoré im vyplyvaju z pravnych predpisov
vydanych v sulade so zdkonom o kybernetickej bezpecnosti a zdkona o kybernetickej bezpecnosti.
Pojmy uvedené v tejto Zmluve sa zhoduju s pojmami definovanymi zakonom o kybernetickej
bezpecnosti av pripade ich slovnej nezhody sa pouziju ustanovenia zakona o kybernetickej
bezpecnosti, ktoré st im vyznamom najblizsie.

Prava a povinnosti Zmluvnych stran neupravené v tejto zmluve sa riadia Osobitnymi zmluvami
alebo inymi pravnymi predpismi vydanymi v silade so zakonom o kybernetickej bezpecnosti.

V pripade vzniku ndkladov na strane Doddvatela v suvislosti s plnenim povinnosti podla tejto
zmluvy ako aj zakona o kybernetickej bezpecnosti, tieto naklady znasa Dodavatel.

Zmluva stanovuje zékladné dlohy a principy spoluprace Zmluvnych stran s cielom zabezpecit
kybernetickl bezpecnost sieti a informadénych systémov Odberatela pocas ich Zivotného cyklu,
predchadzat kybernetickym bezpecnostnym incidentom, ktoré by sa mohli dotknut sieti a
informacnych systémov Odberatela a minimalizovat vplyv kybernetickych bezpeénostnych
incidentov na kontinuitu prevadzkovania zakladnej sluzby zo strany Odberatela (dalej len ,, ucel"),
a to aj v spoluprdci s Doddvatelom.

Clanok 2
Predmet zmluvy

Dodavatel sa zavazuje zaistit pri poskytovani sluzieb Odberatelovi dodrziavanie bezpe¢nostnych
poziadaviek a opatreni, ktoré su kladené na tretie strany v zmysle § 19 zakona o kybernetickej
bezpecnosti a vyhlasky Narodného bezpecnostného tradu ¢. 362/2018 Z. z. ktorou sa ustanovuje
obsah bezpecnostnych opatreni, obsah a Struktira bezpecnostnej dokumentacie a rozsah
véeobecnych bezpecénostnych opatreni (dalej len ,,vyhldska NBU“).

Miestom plnenia tejto Zmluvy si najméa prevadzka Odberatela — Nemocni¢na lekareri NURCH,
NabreZie I. Krasku 4782/4, 921 12 Piestany, pracovisko alebo sidlo Dodavatela, alebo pracoviska
a sidla subdodavatelov v zmysle Osobitnych zmldv. V pripade zmeny alebo doplnenia sidla alebo
pracoviska zo strany Zmluvnych stran, vykonaju tak Zmluvné strany oznamom zaslanym e-mailom
na kontaktné osoby uvedené v Clanku 8 tejto Zmluvy, najneskor do 30 dni od vykonania tejto
zmeny.

Bezpectnostné opatrenia a notifikacné povinnosti sa Dodavatel zavidzuje plnit od okamihu
nadobudnutia ucinnosti tejto zmluvy az do skoncenia platnosti Osobitnych zmldv, pokial z
pravnych predpisov uvedenych v tejto zmluve nevyplyvaju urcité povinnosti pre Dodavatela aj po
skonceni platnosti Osobitnych zmluv.




Clanok 3
Prdva a povinnosti Doddavatela

Odberatel je povinny bezodkladne po uzavreti tejto Zmluvy obozndamit Dodavatela
s bezpecnostnou politikou informacnych systémov upravenou v aktudlnych vnutornych
predpisoch Odberatela. Dodavatel sa zavazuje oboznamit sa a dodrziavat bezpecnostnu politiku
informacnych systémov Odberatela v Casti, v ktorej je sluzba Dodavatela pripojena k sieti
zakladnej sluzby alebo informacného systému zakladnej sluzby (dalej ako ,bezpecnostna
politika“) a sucasne s nou Dodavatel vyjadruje svoj suhlas. O oboznameni sa s bezpecnostnou
politikou a vyjadreni sihlasu s fiou si Zmluvné strany vydaju pisomné potvrdenie.
Dodavatel suhlasi s tym, ze bezpe&nostna politika Odberatela sa mdze priebezne menit a doplfiat
tak, aby zodpovedala aktudlnym bezpecnostnym opatreniam, aktudlnemu stavu sieti a
informacénych systémov Odberatela a aktualnym hrozbdm dotykajlicim sa Dodavatela, ktoré by
mohli mat potencidlny nepriaznivy vplyv na zakladnd sluzbu Odberatela. Odberatel je povinny
bezodkladne oboznamit Dodévatela s aktualizovanou bezpecnostnou politikou s dérazom na
zmeny v nej uvedené, pricom Doddvatel nasledne pisomne potvrdi, Ze sa so zmenami
bezpeénostnej politiky obozndmil a suhlasi s nimi.
Dodavatel sa zavazuje chranit vSetky informacie poskytnuté Odberatelom, najma chranit ich
integritu, dostupnost a dévernost pri ich spracovani a nakladani s nimi v prostredi Dodavatela.
Dodavatel sa zavazuje hlasit vSetky potrebné informacie pozadované Odberatelom pri
zabezpecovani poziadaviek kladenych na Odberatela podla zakona o kybernetickej bezpecnosti
alebo vyhlagky NBU, a to zaslanim e-mailu na kontaktni osobu Odberatela uvedenu v tejto
Zmluve.
Dodavatel sa zavazuje hlasit vietky informacie, ktoré maju vplyv na tito zmluvu zaslanim e-mailu
na kontaktnu osobu Odberatela uvedend v tejto Zmluve.
V oblasti technickych zranitelnosti systémov a zariadeni realizuje Dodavatel opatrenia podla § 9
vyhlagky NBU, najma identifikuje technické zranitelnosti informaénych systémov, ktoré vyuZiva
pri poskytovani sluZieb Odberatelovi a ktoré toto poskytovanie sluZzieb Odberatelovi ovplyvnuju,
napriklad prostrednictvom opatreni definovanych v nasledovnych bodoch alebo opatreni s
porovnatelnym tcinkom:
6.1 zavedenie a prevadzka ndstroja alebo mechanizmu uréeného na detegovanie existujucich
zranitefnosti programovych prostriedkov a ich ¢asti, ak st sucastou poskytovanych sluzieb,
6.2 zavedenie a prevadzka ndstroja alebo mechanizmu uréeného na detegovanie existujucich
zranitelnosti technickych prostriedkov a ich €asti, ak st sicastou poskytovanych sluzieb,
6.3 vyuZitie verejnych a vyrobcom poskytovanych zoznamov, ktoré opisuju zranitelnosti
programovych a technickych prostriedkov.
Dodavatel je dalej povinny:
7.1 zabezpedit vlastni kybernetickd bezpecnost, aby cez Dodévatela nebolo mozné zasiahnut
siete a informacné systémy Odberatela,
7.2 sledovat zranitelnosti dotykajlce sa Dodavatela, ktoré by mohli mat potencialne nepriaznivé
bezpecnostné hrozby na zdkladnu sluzbu Odberatelsa,
7.3 zasielat Odberatelovi v€asné varovania o bezpecnostnych zranitelnostiach, o ktorych sa
dozvie z vlastnej ¢innosti podla tejto zmluvy alebo inak,
7.4 spolupracovat s Odberateflom pri zabezpecovani kybernetickej bezpecnosti sieti a
informacnych systémov Odberatela,
7.5 po ukonceni zmluvného vztahu vratit, previest alebo aj znicit vietky informacie, ku ktorym ma
Dodavatel pocas trvania Osobitnych zmltiv s Odberatelom pristup,
7.6 okrem uz uvedeného prijat a dodrziavat bezpecnostné opatrenia v oblastiach podla § 20 ods.
3 pism. d), g) aZ i), k), a m) zdkona o kybernetickej bezpeénosti v rozsahu podla § 8, 11, 12, 13,
15, 17 vyhlagky NBU, a v rozsahu $pecifikovanom v internej smernici Odberatela. Konkrétne
opatrenia Dodavatela jednotlivych oblasti:
7.6.1 Riadenie pristupov



7.6.2

7.6.3

7.6.4

7.6.5

7.6.6

7.6.7

- Doddvatel ma nastavené interné procesy a postupy riadenia a monitorovania
pouzivatelov vo svojom (informacno-komunika¢nom technologickom (dalej len
AIKT“) prostredi z ktorého sa pripdja ku zdrojom Odberatela.

- v pripade pristupu do Odberatelského prostredia vyuziva na to prostriedky uréené
Odberatelom podla prevddzkovej a bezpecnostnej dokumentacie Odberatela

- Dodavatel akceptuje, Ze jeho aktivity v prostredi Odberatela mézu byt
monitorované Odberatelom a v pripade porusenia bezpecnostnych politik
Odberatela rieSené ako bezpecnostny incident

Zranitelnosti a aktualizacie

- Dodavatel mda nastavené pravidelné a vykonava samotnu aktualizaciu vSetkych
technickych prostriedkov pouzivatelov vo svojom IKT prostredi z ktorého sa pripdja
ku zdrojom Odberatela.

- Dodavatel sleduje zranitelnosti ohrozujice vlastné IKT prostriedky a vsetky zistenia
adekvatne riesi v ramci svojho prostredia, ¢o moZno najrychlejSie po ich objaveni.

Ochrana pred skodlivym kédom

- Dodavatel ma zapnuté a vynutené monitorovanie nastrojmi na odhalenie
Skodlivého kddu, podozrivych aktivit na vSetkych technickych prostriedkoch
pouzivatelov vo svojom IKT prostredi z ktorého sa pripdja ku zdrojom Odberatela.

Sietova a komunikacna bezpecnost

- Dodavatel sa zavazuje dodrziavat dostato¢nu segmentaciu internej siete v ktorej sa
nachadzaju technické prostriedky pouzivatelom z ktorych sa pripaja ku zdrojom
Odberatela s vyuZitim zakladnych sietovych komponentov pre zachovanie sietovej
bezpecnosti (napr. Firewall, IDS/IPS a iné)

- Dodavatel ma zapnuté a vynutené monitorovanie nastrojmi na odhalenie
podozrivych sietovych aktivit na vSetkych technickych prostriedkoch pouZivatelov
vo svojom IKT prostredi z ktorého sa pripaja ku zdrojom Odberatela.

- Dodavatel sa zavazuje vyuzivat predom dohodnuty sposob bezpeéného pripojenia
cez VPN koncentrator Odberatela s adekvatnymi bezpecnostnymi nastaveniami
(napr. 2FA, poutzitie certifikdtov Odberatela a iné) pre vsetky technické
komponenty, ktoré sa pripajaju ku zdrojom Odberatela.

- Dodavatel akceptuje, Ze jeho aktivity v prostredi Odberatefa mézu byt
monitorované Odberatefom a v pripade porusenia bezpelnostnych politik
Odberatela rieSené ako bezpecnostny incident.

Zaznamenavanie udalosti

- Dodavatel md zapnuté a vynutené prevadzkové a bezpecnostné monitorovanie pre
efektivne odhalenie prevadzkovych a bezpecnostnych incidentov na vsetkych
technickych prostriedkoch z ktorych sa pripaja ku zdrojom Odberatela.

- Dodavatel akceptuje, Ze jeho aktivity v prostredi Odberatela mézu byt
monitorované Odberatelom a v pripade porusenia bezpecnostnych politik
Odberatela rieSené ako bezpecnostny incident.

RieSenie incidentov

- Dodavatel ma nastavené interné procesy a postupy riadenia informacnych a
kybernetickych bezpecnostnych incidentov, incidentov v oblasti porusenia ochrany
osobnych udajov vo svojom IKT prostredi z ktorého sa pripdja ku zdrojom
Odberatela.

- Dodavatel' poucil vsetky svoje osoby pristupujuce ku zdrojom Odberatela o
internych postupoch rieSenia bezpecnostnych incidentov, ako aj o postupoch
rieSenia incidentov v prostredi Odberatela.

- Dodavatel sa zavizuje bezodkladne hlasit vsetky identifikované bezpecénostné
incidenty a poskytnut suéinnost priich rieseni v prostredi Odberatela.

Akvizicia, vyvoj a udrzba IS



- Doddvatel ma nastavené interné procesy a postupy pre bezpecny vyvoj
informacnych systémov vo svojom IKT prostredi.
- Dodavatel sa zavizuje dodrzZiavat interni Metodiku softvérového vyvoja, ktora
definuje procesy a postupy pre bezpecny vyvoj informacnych systémov.
Dodavatel mézZe zapojit do poskytovania sluzieb na zaklade Osobitnych zmliv dalSieho
doddvatela, ak mu to vyplyva z ustanoveni Osobitnych zmldv. V takomto pripade sa Dodavatel
zavazuje preniest vsetky relevantné zmluvné poziadavky vyplyvajuce z tejto zmluvy na dalsieho
doddvatela prostrednictvom zmluvnych podmienok.

Clanok 4
Reaktivita pri rieSeni kybernetickych bezpecnostnych incidentov

Dodavatel je povinny bezodkladne nahlasit Odberatelovi kazdy kyberneticky bezpecnostny
incident (dalej len ,incident”) ainformovat ho o vSetkych skutoénostiach majucich vplyv na
zabezpecenie kybernetickej bezpecnosti, o ktorych sa dozvie, a to sp6sobom uréenym touto
zmluvou. Dodavatel nasledne urci zdvaznost incidentu.

Ak v Case hlasenia incidentu stdle trvaju prejavy incidentu, Dodavatel odosle Odberatelovi
nelplné hlasenie aj s odkazom, Ze ide o neulplné hldsenie. Dodavatel neulplné hlasenie bez
zbytocného odkladu doplni po obnove riadnej a Uplnej prevadzky siete a vSetkych informacnych
systémov Odberatela.

NajcastejSimi spésobmi rieSenia incidentov, ktoré Dodavatel vyuZiva, su odozva, oznacenie
incidentov aich ucinkov, nadprava nepriaznivych dopadov incidentov ainé vhodné cinnosti
spojené s napravou incidentov (dalej len , Reakéné opatrenia“), a to ako na vyzvu Odberatela,
tak aj bez jeho vyzvy, ak sa o incidente dozvie.

Doddvatel pri reakcidch na incidenty spolupracuje s Odberatefom, NBU ainymi prislu§nymi
organmi a za tymto Ucelom poskytuje sucinnost a zdiela vsetky ziskané informacie, ktoré nie su
dovernymi informaciami a ktoré by mohli mat vplyv na implementaciu Reakénych opatreni
v buducnosti.

Doddvatel bez zbytocného odkladu oznami Odberatelovi implementaciu Reakénych opatreni. Ak
o to Odberatel poZiada, po UspesSnej implementdcii Reakéného opatrenia Dodavatel predloZi
navrh bezpecnostnych opatreni a postupov, ktoré zabezpecia, Ze neddjde k opakovaniu,
pokracovaniu ¢i Sireniu incidentu (dalej len ,Ochranné opatrenie”). Ak Dodavatel Ochranné
opatrenie nenavrhne alebo ak Ochranné opatrenie neprinesie poZzadovany efekt, Dodavatel
vypracuje a predloZi iné Ochranné opatrenie. S povolenim Odberatela Doddavatel implementuje
Ochranné opatrenie a spiSe zdznam o efektivnosti jeho implementacie.

Clanok 5
Zodpovednost

Dodavatel berie na vedomie, Ze neplnenie jeho povinnosti podla tejto zmluvy mdze spdsobit
Odberatelovi skody, pricom v pripade $kod ako doésledkov incidentov, ktoré by sa pri riadnom a
v€asnom plneni povinnosti Dodavatela podla tejto zmluvy neprejavili alebo by sa prejavili v mensej
intenzite, zodpovedd Odberatelovi v rozsahu preukdazatelnej Skody dokazatelne zapricinenej
nedodrZanim povinnosti (zodpovednost za vysledok).

Clanok 6
Audit kybernetickej bezpecnosti

Odberatel je opravneny vykonat u Dodavatela audit kybernetickej bezpeénosti (dalej len ,,audit”)
zamerany na overenie plnenia povinnosti Dodavatela podla tejto zmluvy a efektivnosti ich
plnenia, najma na overenie technického, technologického a persondlneho vybavenia Dodavatela
na plnenie uloh na Useku kybernetickej bezpecénosti, ako aj nastavenie procesov, roli a technolégii



v organizacnej, personalnej a technickej oblasti u Dodavatela pre plnenie cielov tejto zmluvy a to
prostrednictvom svojich zamestnancov alebo poverenej osoby. Vydavky Odberatela spojené
s vykonanim auditu znasa Odberatel.

Dodavatel sa zavazuje, ze Odberatelovi umozni kedykolvek vykonat audit, ktory okrem ods. 1
tohto ¢lanku bude tieZz zamerany na overenie nastavenia a efektivnosti procesov a technoldgii
v organizacnej a technickej oblasti Dodavatela.

Akékolvek nedostatky alebo pochybenia zistené auditom je Dodavatel povinny odstranit
bezodkladne, avsak najneskér do 60 (slovom: Sestdesiatich) kalendarnych dni.

Dodavatel je povinny pri audite spolupracovat s Odberatelom a v pripade potreby umoznit
zamestnancom alebo poverenej osobe Odberatela volny vstup do svojich priestorov, zabezpedit
im dokumentdciu a technické a technologické vybavenie, ktoré suvisia s plnenim uloh na dseku
kybernetickej bezpecnosti podla tejto zmluvy.

Odberatel je povinny oznamit e-mailom na kontaktnl osobu Dodavatela uvedend v Zmluve,
najmenej 10 (slovom: desat) pracovnych dni vopred, zZe chce u Dodavatela vykonat audit.
Odberatel je povinny zachovavat mlc¢anlivost o okolnostiach, o ktorych sa dozvie pri vykone auditu
a ktoré nie st verejne zname. Odberatel a jeho zamestnanci pri vstupe do priestorov Dodavatela
v ramci vykonu auditu musia dodrziavat pokyny Dodavatela tykajuce sa uvedenych priestorov na
Useku bezpecnosti a ochrany zdravia pri praci (dalej len ,,BOZP") a ochrany pred poZiarmi na ucely
predchadzania vzniku poZiarov a zabezpecenia podmienok na Ucinné zdolavanie poziarov (dalej
len,,PO"), s ktorymi boli oboznameni podla stvrtej vety tohto odseku, pricom zodpovednost za to,
Ze tieto osoby budu dodrziavat uvedené pokyny, nesie Odberatel. Za vytvorenie podmienok na
zaistenie BOZP a PO a zabezpecenie a vybavenie priestorov Dodavatela na bezpecny vykon auditu
zodpoveda v plnom rozsahu a vyluéne Dodavatel. Dodavatel je povinny preukazatelne informovat
zamestnancov Odberatela o nebezpecenstvach a ohrozeniach, ktoré sa pri vykone auditu v
priestoroch Dodavatela moézu vyskytnit a o vysledkoch posidenia rizika, o preventivnych
opatreniach a ochrannych opatreniach, ktoré vykonal Dodavatel na zaistenie BOZP a PO, o
opatreniach a postupe v pripade poskodenia zdravia vratane poskytnutia prvej pomoci, ako aj o
opatreniach a postupe v pripade zdoldvania pozZiaru, zdchrannych priac a evakuacie, a
preukazatelne ich poucit o pokynoch na zaistenie BOZP a PO platnych pre priestory Dodavatela.

Clanok 7
Mi&anlivost

Zmluvné strany sa zavdzuju zachovéavat micanlivost o podmienkach spoluprice podla tejto
zmluvy, ako aj o vietkych skutocnostiach tykajucich sa druhej Zmluvnej strany (najma, nie vsak
vylu¢ne obchodnej povahy), ktoré im boli spristupnené pocas trvania tejto zmluvy alebo ktoré sa
im stali inym spdsobom zname. Uvedené sa tyka najma skutoénosti tykajucich sa kybernetickej
bezpecénosti a osobnych Udajov. Povinnost mléanlivosti trvd aj po skonéeni tejto zmluvy alebo
Osobitnych zmliv bez ¢asového obmedzenia.

Vynimky z povinnosti podla tohto ¢lanku tejto zmluvy upravuju najma Zakon o kybernetickej
bezpecnosti a iné prislusné pravny predpisy.

Dodavatel je povinny dorucit Odberatelovi zoznam pracovnych roli Dodavatela, ktoré sa budu
podielat na plneni Osobitnych zmliv a tejto Zmluvy a/alebo maju pristup k informaciam a Gdajom
Odberatela a ktory sa jeho doru¢enim Odberatelovi stane stcéastou tejto Zmluvy. Tieto osoby su
povinné zachovavat mléanlivost podla § 12 ods. 1 zdkona o kybernetickej bezpeénosti a Dodavatel
je povinny oznamit Odberatelovi kazdd zmenu v personalnom obsadeni.

Clanok 8
Kontaktné osoby

Dodavatel je povinny komunikovat pri plneni povinnosti podla tejto zmluvy s Odberatelom e-
mailom na kontaktné udaje zmluvnych stran, alebo inym vhodnym sp&sobom, pricom vo vSetkych



pripadoch musi byt prenos informacii uskutoéneny za podmienok umoznujicich chraneny prenos
informacii.

Odberatel urcuje nasledovnu kontaktnd osobu pre komunikaciu s Dodavatelom na useku
kybernetickej bezpecnosti: Jozef Dzurech, jozef.dzurech@nurch.sk, 0903 770 350.

Dodavatel urcuje nasledovnu kontaktnd osobu na uUseku kybernetickej bezpecnosti pre
komunikdciu s Odberatelom: Peter Hutira, hutira@pap.sk, 0915 809 489.

Kontaktnd osoba Doddavatela plni Ulohy pri zabezpecovani reaktivity podla ¢l. 4 tejto zmluvy.
Kontaktna osoba plni notifikacné povinnosti prostrednictvom na to povereného organizacného
utvaru Dodavatela.

Kontaktné osoby podla odsekov 2 alebo 3 tohto ¢lanku méze prislusna Zmluvna strana zmenit, ak
oznami novu kontaktnu osobu druhej Zmluvnej strane v pisomnej forme. Pre oznamovanie novej
kontaktnej osoby sa pouZiju ustanovenia Zmluvy o dorucovani, pricom nie je potrebné uzatvorit
dodatok k Zmluve. V pripade, ak kontaktné osoby maju pristup kinformacidm a udajom
Odberatela su povinné zachovavat mlcanlivost podlfa § 12 ods. 1 zdkona o kybernetickej
bezpecnosti.

Clanok 9
Protikorupcna dolozka

Zmluvné strany, sa zavazuju v rdmci zmluvného vztahu zaloZzeného touto zmluvou dodrZiavat a
presadzovat platné pravne normy zakazujlce korupciu.

Zmluvné strany sa zavazuju a suhlasia s tym, Ze v pripade, ak konanie Dodavatela, ¢i uz priame
alebo cez sprostredkovatela, vo svoj prospech alebo v prospech iného, vzbudzuje dévodné
podozrenie, Ze ide alebo by mohlo ist o korupciu, takéto konanie je podstatnym porusenim
Osobitnych zmluv, tejto zmluvy a sucasne dévodom na okamzité odstupenie Odberatela od
zmluvy, pricom Doddavatel je povinny nahradit Odberatelovi vSetku Skodu, ktord mu v dosledku
takéhoto konania alebo v suvislosti s odstupenim od zmluvy vznikla.

Clanok 10
Zaverecné ustanovenia

Tato zmluva sa uzatvdra na dobu uréitd, a to do skonéenia t¢innosti Osobitnych zmlav (Clanok 1
ods. 1 tejto zmluvy).

Odberatel je opravneny od tejto zmluvy odstupit v pripadoch, ak Dodavatel porusuje svoje
povinnosti vyplyvajuce z tejto zmluvy, priom odstupenie je G¢inné diiom dorucenia odstupenia
Doddvatelovi.

Odstupenie od tejto zmluvy sa musi urobit pisomne, inak sa na neho neprihliada. Povinnost
dorucit odstupenie od tejto zmluvy sa povazuje za splnend driom prevzatia odstlpenia od tejto
zmluvy alebo dfiom odmietnutia prevziat odstipenie od tejto zmluvy.

Ukoncenie tejto zmluvy sa netyka tych ustanoveni, ktoré vzhladom na svoju povahu alebo ich
vyslovné znenie maju trvat aj po ukonceni tejto zmluvy, a zavazkov na nahradu skody spésobene;j
porusenim povinnosti podla tejto zmluvy, ku ktorému d6jde do ukoncenia tejto zmluvy.

S ohladom na § 8 ods. 2 pism. p) vyhlasky NBU, po ukonéeni tejto zmluvy je Doddvatel povinny
udelit, poskytnut, previest alebo postlpit na Odberatela vSetky potrebné licencie, prava alebo
suhlasy nevyhnutné na zabezpecenie kontinuity prevadzkovanej zakladnej sluzby Odberatelom,
tento zavazok Dodavatela ostava v platnosti najmenej po dobu piatich rokov po ukonceni tejto
zmluvy.

Sudy Slovenskej republiky maju vyluénd pravomoc na rozhodovanie akychkolvek sporov
tykajucich sa tejto zmluvy.

Tato zmluva sa moze menit alebo ukondit iba dohodou Zmluvnych stran v pisomnej forme.

V pripade, Ze niektoré ustanovenia Zmluvy su alebo sa z akéhokolvek dévodu stanu neplatné,
neudinné, nema to a ani nebude mat za nasledok neplatnost, nedcéinnost ostatnych ustanoveni
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Zmluvy. Zmluvné strany su povinné v dobrej viere rokovat, aby bolo neplatné, neucinné alebo
nevynutite/né ustanovenie pisomne nahradené inym ustanovenim, ktorého vecny obsah bude
zhodny alebo ¢o najviac podobny ustanoveniu, ktoré je nahradzované, pricom ucel a zmysel
Zmluvy musi byt zachovany.

9. Pisomnostisi budd Zmluvné strany dorucovat na adresu sidla uvedenu v tejto Zmluve. Zmenu sidla
je Zmluvna strana povinna bezodkladne pisomne oznamit druhej Zmluvnej strane. Zmluvné strany
sa dohodli, Ze v pripade vratenia zasielky odosielatelovi z akéhokolvek dévodu plati, Ze pisomnost
bola dorucena adresatovi diiom vratenia zasielky odosielatelovi, aj ked sa o tom adresat
nedozvedel.

10. Tato zmluva bola vyhotovend v dvoch rovnopisoch, jednom vyhotoveni pre Odberatela, jednom
pre Dodavatela.

11. Zmluva nadobuda platnost a ucinnost driom podpisu oboma Zmluvnymi stranami.

12. Zmluvné strany vyhlasuju, Ze su plne sposobilé na pravne Ukony, Ze ich zmluvna volnost nie je
ni¢im obmedzena3, Ze tuto zmluvu neuzavreli ani v tiesni, ani za napadne nevyhodnych podmienok,
Ze si obsah Zmluvy dokladne precitali a Ze tento im je jasny, zrozumitelny a vyjadrujici ich
slobodnu, vaznu a spolo¢nu vélu, a na znak suhlasu ju podpisuju.

Za Dodavatela: Za Odberatela:

Ing. Miroslav Zvara, konatel MUDr. Milan Derco, Statutdrny orgdn —riaditel



